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Abstract

For the past decade, the development of appropriate regulatory standards for the crypto industry has been hampered by interminable debates over whether particular digital assets are securities or commodities or something else. The recent crash in crypto prices and the collapse of several crypto firms have prompted renewed calls for better regulation. The fact is the industry today does not comply with investor protection standards comparable to other financial markets, and hundreds of thousands of people have suffered losses. But there is no consensus on the path forward to achieve better regulation. Crypto industry participants have long complained of a lack of regulatory clarity, and have argued that existing securities and derivatives laws do not really fit. Others—including Chairman Gary Gensler of the Securities and Exchange Commission (SEC)—say the problem is a lack of compliance with existing legal requirements, and certainly industry participants have exploited jurisdictional gaps. Some are looking to Congress to intervene, but views diverge greatly on what kind of legislation is needed.

In this paper, we propose that the SEC and the Commodity Futures Trading Commission (CFTC) jointly create and oversee a new self-regulatory organization (SRO), similar to the Financial Industry Regulatory Authority (FINRA) or the National Future Association (NFA). The mission of this new SRO would be to protect investors and financial markets by developing and enforcing much-needed standards for the crypto industry. Creating an SRO overseen jointly by the SEC and CFTC could avoid the need to litigate whether digital assets are securities or commodities; it could develop standards common to platforms trading different types of crypto assets. An SRO would not involve changing our traditional standards for securities and derivatives, nor would it undermine the authority of either the SEC or the CFTC. An SRO could also be a means to determine whether further legislation is actually needed and could help build consensus on what that legislation should look like. The work of an SRO could also be funded by the industry. SROs recognized by the SEC and CFTC have been and continue to be critical to the regulation of our securities and derivatives markets.

To be clear, the industry-initiated efforts to date that have been labeled “self-regulatory organizations” fall far short of what we envision. An SRO can succeed only if the government aggressively supervises its work—including by exercising control of its leadership, approving all SRO rules, and ensuring that the SRO enforces those rules. The SEC and the CFTC could create such an SRO today, under existing law, without Congressional action. While the agencies may not have the formal power to require crypto firms to join the SRO, we believe they could create powerful incentives to encourage membership and compliance with SRO rules. The responsible members of the crypto industry would have every reason to join such a well-regulated SRO once created.
The recent crash in crypto prices and the collapse of several crypto firms has increased the calls for better regulation of the crypto industry. This is as it should be: the industry does not comply with investor protection standards comparable to other financial markets, and hundreds of thousands of people have suffered losses. But there is no consensus on the path forward to achieve better regulation. Crypto industry spokespeople have long complained of a lack of regulatory clarity, and have argued that existing securities and derivatives laws do not really fit. ¹ Although Congress has increased its attention on the issue, members hold a wide range of views, from those who are skeptical of crypto generally and want stronger measures, to those who are concerned that regulation could inhibit potentially transformative innovation. ² Some proposals would expand the jurisdiction of the Commodity Futures Trading Commission (CFTC) to cover the cash or spot market in the trading of crypto assets that are not considered securities, addressing a major gap in our existing framework. One of those proposals, by Senators Cynthia Lummis (R-Wyoming) and Kirsten Gillibrand (D-New York), would also cover a range of other subjects—including creating a new category of assets for regulatory purposes—so-called “ancillary assets” as to which both the SEC and the CFTC would have jurisdiction, regulating stablecoin issuers, addressing various tax issues pertaining to crypto-assets and other matters. ³ In contrast, Securities and Exchange Commission (SEC) Chairman Gary Gensler contends that the problem is not that we need new laws; it is instead a lack of compliance by the industry with the existing rules. “There is no reason,”


Gensler recently argued, “to treat the crypto market differently from the rest of the capital markets just because it uses a different technology.”

The Biden administration has recently focused on these issues. The Executive Order on Ensuring Responsible Innovation in Digital Assets issued in March 2022 called on financial regulators “to consider the extent to which investor and market protection measures within their respective jurisdictions may be used to address the risks of digital assets and whether additional measures may be needed.” In September, the Treasury Department issued a report as required by the Executive Order that discussed the risks of crypto-asset products and platforms in great detail, and calls on regulators to continue to “aggressively pursue investigations” and enforcement actions, and continue to issue supervisory guidance, although it did not comment on pending legislative proposals. On October 3, 2022, the Financial Stability Oversight Council (FSOC) issued another report required by the Executive Order that recommended legislation to address “regulatory gaps” with respect to crypto assets. It recommended that “Congress pass legislation that provides explicit rulemaking authority over the spot market for crypto assets that are not securities” as well as legislation to regulate stablecoins. In addition, it recommended Congress “develop legislation that would create authority for regulators to have visibility into, and supervise, the activities of all of the affiliates and subsidiaries of crypto-asset entities, in cases in which regulators do not already possess such authority.” It did not provide or endorse any specific proposals in these areas, however, and the prospects for adoption of new legislation in the near term remain uncertain.

One option that can provide a path forward in this policy and regulatory fog that would not require new legislation and could be implemented now is the creation of a new self-regulatory organization or SRO—that is, a private organization similar to the Financial Industry Regulatory Authority (FINRA, formerly the NASD), formed and supervised by regulators, whose mission would be to protect investors and financial markets by developing and enforcing much-needed standards for the crypto industry.

Two things should be said about SROs at the outset: first, they have been an important feature of our securities and derivatives regulatory systems for decades, and second, the words “self-regulatory” should not be equated with lax standards. On the contrary, our country’s SROs have been central to the development and implementation of strong standards, as well as enforcement of those standards against industry participants. But we are speaking only of those SROs formally recognized and overseen by the SEC and CFTC.

A new SRO for crypto could be created today under the joint jurisdiction of both the SEC and the CFTC. The two agencies have the authority to create such an entity without new legislation. A jointly supervised SRO could create standards for crypto trading platforms that are consistent as between the SEC and the CFTC and that could apply to all assets traded on such platforms. By developing such standards, we could avoid getting bogged down in the debate over whether any particular crypto-asset is a


security, a commodity or something else.⁸ Jurisdictional disputes between the SEC and the CFTC would be greatly diminished. An SRO would not involve changing our traditional standards for securities and derivatives, nor would it undermine the authority of either the SEC or the CFTC. An SRO could be a means to determine whether further legislation is needed and could help build consensus on what that legislation should look like.

We should note that we do not envision the SRO setting standards for the regulation of stablecoin issuers, as we believe those should be set by banking regulators.⁹

Another advantage of an SRO is that neither Congress nor the SEC or CFTC needs to foot the bill. SROs are funded by their industry participants, and the crypto industry could effectively be required to pay for the development and implementation of much needed improvements in regulation.

Many voices in the industry have proposed the creation of a self-regulatory organization. In 2018, four U.S. cryptocurrency exchanges—Bitstamp, bitFlyer, Bittrex, and Gemini—formed the Virtual Commodity Association (VCA) as an “industry-sponsored, self-regulatory organization to oversee virtual commodity marketplaces.”¹⁰ Shortly thereafter, ten institutional trading firms created the Association for Digital Asset Markets (ADAM), which is “focused on bridging the gap between firms in digital asset markets and regulators.”¹¹ Recently, Coinbase, one of the largest exchanges, said that a “dedicated self-regulatory organization should be established to strengthen the oversight regime and provide more granular oversight of [marketplaces for digital assets].”¹²

We do not regard the work of organizations like VCA or ADAM as a model for what we are suggesting. These organizations do not reflect the structure we are proposing, which would be an SRO directly and closely supervised by the SEC and the CFTC, whose rule proposals would be approved by those agencies, and which could ensure enforcement of its rules against its members. As we discuss below, the proof is in the pudding, so to speak: the standards proposed by industry organizations to date are inadequate and illustrate the need for the SRO process to be under the close supervision of regulators. The SEC and the CFTC would both need to be actively engaged in the organization of the SRO and would have an ongoing


9. We refer here to those stablecoins backed by fiat-currency and which do not pay interest or dividends, which represent most of the stablecoin market and are essentially payment instruments. As we have written in a separate paper, we believe issuers of those stablecoins can and should be regulated under existing banking laws. However, the SRO standards would apply to the trading, lending or borrowing of stablecoins in the secondary market. See Howell E. Jackson, Timothy G. Massad & Dan Awrey, How we can regulate stablecoins now—without congressional action, The Brookings Institution (Aug. 16, 2022), https://www.brookings.edu/research/how-we-can-regulate-stablecoins-now-without-congressional-action/.

10. Virtual Commodity Association, https://virtualcommodities.org. While we believe that this paper presents the first comprehensive proposal for a regulated crypto-asset SRO, we note that Brian Quintenz, former commissioner of the CFTC, has also raised the possibility of creating an SRO to set standards for the spot market trading of crypto-assets. Brian Quintenz, Keynote Address before the DC Blockchain Summit (Mar. 7, 2018), https://www.cftc.gov/PressRoom/SpeechesTestimony/opaquintenz8. In addition, former CFTC chair J. Christopher Giancarlo suggested formation of an SRO to oversee crypto, although its exact scope was unclear. J. Christopher Giancarlo, et al., Peer-to-Peer Governance: Why Cryptocurrency SROs Can Work, Bloomberg (Feb. 11, 2021), https://news.bloomberg.com/securities-law/peer-to-peer-governance-why-cryptocurrency-sros-can-work (“The work of a cryptocurrency SRO could yield additional fiscal savings by reducing redundancies of overlapping state and federal regulatory initiatives.”). Neither provided specifics on whether and how such an SRO would be overseen by regulators. Lummis-Gillbrand also proposes a joint SRO but directs it to develop rules only on best execution of transactions. See infra note 75.


role in overseeing SRO activities and coordinating with respect to the supervision of member firms and enforcement activities. As a formal matter, the SEC and the CFTC may not have the power to require firms to join the SRO, but we believe they could create powerful incentives to encourage membership and compliance with SRO rules, as discussed herein.13

This paper outlines the case for a new SRO for the crypto industry. Part I describes how the SEC and CFTC could create a crypto industry SRO under current law. Part II describes how an SRO could develop and enforce much needed standards in the crypto industry, particularly for the trading, lending, borrowing and custody of crypto assets. Part III describes some of the advantages of, and possible objections to, our approach. Part IV discusses why the SRO standards should apply to DeFi protocols as well as centralized intermediaries. Part V provides a conclusion.

1. A New Crypto SRO Could be Created Today, Under Existing Authority

Our system of federal securities regulation has relied on SROs since its origin following the stock market crash of 1929. According to Joel Seligman in The Transformation of Wall Street, William O. Douglas, who was then chairman of the SEC and later served on the Supreme Court, was the driving force behind the creation of the SRO model. In the late 1930s, Douglas believed it was “impractical, unwise and unworkable” for the SEC directly to regulate the six thousand or so O-T-C brokers and dealers trading in 1938. Since they were not centralized on a few stock exchange floors, but could “make a market” in an over-the-counter security anywhere in the country, “the problem of direct government regulations...is a little bit like trying to build a structure out of dry sand.”14

But Douglas rejected the idea of the SEC blessing the purely voluntary approach that some in the industry advocated. Instead, the SEC “could not compromise on its enforcement role.”15 The only way that self-regulation could work, Douglas said, was for the “government [to] keep the shotgun, so to speak, behind the door, loaded, well oiled, cleaned, ready for use but with the hope it would never have to be used.”16 The Maloney Act amended the Securities Exchange Act to provide for self-regulatory organizations to operate under the supervision of the SEC.17 The SEC retained authority not just to abrogate an association’s rules but also to promulgate its own rules directly, among other powers.18

The approach has been part of the genius behind the regulatory framework that has resulted in the U.S. securities markets becoming the strongest and deepest in the world. Shortly after passage of the Maloney Act, the SEC approved the registration of the National Association of Securities Dealers (NASD),...

13. See discussion infra note 115.
15. Ibid.
16. Ibid. Seligman attributes the quote to Douglas, DEMOCRACY AND FINANCE 82 (1940).
17. Maloney Act, Pub.L. No. 719, 52. Stat. 1070 (1938) (codified at 15 U.S.C. §78o-3). The statutory language here speaks of a national securities association being “[a]n association of brokers and dealers,” terms which are defined elsewhere as firms doing business in securities. Even without reliance on the SEC’s considerable exemptive powers, this definition arguably embraces many crypto-asset firms that transact in products that meet the SEC’s definition of securities. Broker-dealers are not generally prohibited from engaging in other activities, so the fact that some members of the SRO also transacted with products that are not securities would not, by itself, preclude them from being members of a national securities association. As explained below, rules of conduct of a national securities association can also extend beyond regulatory requirements of the SEC.
18. Ibid.
which remained for decades the most prominent SRO for U.S. securities firms. Within two years of its formation, its membership exceeded 80% of the over-the-counter brokers registered with the SEC.\(^{19}\)

In the Commodity Futures Trading Commission Act of 1974, the CFTC was granted the authority to oversee self-regulatory associations of futures professionals.\(^{20}\) Shortly thereafter, Leo Melamed, then chairman of the Chicago Mercantile Exchange (CME), persuaded other industry leaders that the creation of such an organization would be beneficial to the industry.\(^{21}\) Then, working with Congress to adopt additional statutory amendments, Melamed and his colleagues supported the creation of the National Futures Association (NFA), which was registered with the CFTC as an SRO in the fall of 1981. The scope of the NFA’s responsibilities has been expanded through multiple legislative amendments over the years.\(^{22}\)

Today, the best-known SROs are FINRA,\(^{23}\) which is the successor to the NASD, and the NFA, which regulates intermediaries in the futures and derivatives industry.\(^{24}\) Both develop and write standards and enforce those standards against their members. The SEC oversees the work of FINRA and the CFTC oversees the work of the NFA.

There are numerous other SROs. Most securities and derivatives exchanges are also recognized by the SEC and CFTC as self-regulatory organizations. For example, the SEC lists two dozen exchanges as having self-regulatory responsibilities, including the New York Stock Exchange and NASDAQ.\(^{25}\) The CFTC similarly relies on the derivatives exchanges such as the CME to perform self-regulatory functions.\(^{26}\)

Neither the SEC nor the CFTC could perform its mission without the work of these organizations. Each commission approves rules that the SROs develop; it can also direct an SRO to abrogate, amend or adopt a rule.\(^{27}\) Each commission has authority as to what responsibilities to delegate to SROs under its jurisdiction, and this can change over time. For example, when the Dodd Frank Wall Street Reform and Consumer Protection Act gave the CFTC substantial new authority for overseeing the over-the-counter swap market,\(^{28}\) the CFTC directed the NFA to take on significant new responsibilities to assist it in carrying out that authority.\(^{29}\)

\(^{19}\) Seligman, supra note 15, at 186. Seligman says brokers had an economic incentive to join because NASD members got wholesale pricing when purchasing a security from another NASD member; non-members got the same price as the public.


\(^{21}\) Melamed’s recollection in his autobiography of what it took to persuade the industry might characterize some in the crypto industry: “It was much easier to convince the federal bureaucracy of the need for self-regulation than it was to convince the futures industry of the need for regulation. Most of [sic] futures industry players didn’t feel the need for another sheriff on the block. It was as if the last of the commodity robber barons of the world I had inherited in the 1960s were still clinging to their heritage of unregulated mayhem, a heritage where might made right and the money belonged to those who were clever enough to grab it.” He recalls having to “lecture” them that “our industry must grow up.” LEO MELAMED, ESCAPE TO THE FUTURES 308-09 (1996).

\(^{22}\) For a brief history of the NFA, see https://www.nfa.futures.org/About/nfa-history.html.

\(^{23}\) See FINRA, About FINRA, https://www.finra.org/about.


\(^{25}\) For a list of SEC-registered exchanges, see https://www.sec.gov/rules/sro.shtml.

\(^{26}\) For more information on CFTC-registered exchanges, see https://www.cftc.gov/IndustryOversight%20%20%20%20%20%20%20%20%20%20%20%20%20%20%20%20%20%20IndustryFilings/index.htm.

\(^{27}\) 15 U.S.C § 78s(c); 7 U.S.C § 21(k).


The statutory authority is clear: an association of brokers and dealers may be registered with the SEC as a national securities association under Section 15A of the Securities Exchange Act of 1934 (the “Exchange Act”), and an association of “persons” may be registered with the CFTC as a futures association under Section 17 of the Commodity Exchange Act (the “CEA”). The relevant provisions of the Exchange Act and the CEA are very similar. For example, both statutes provide that the rules of the SROs must be designed to “prevent fraudulent and manipulative acts and practices, to promote just and equitable principles of trade,” and “in general, to protect the public interest.” Each statute also says SRO rules must “remove impediments to and perfect the mechanism of the [market].” Each statute gives the relevant regulatory agency the authority to review and approve the SRO’s charter, by-laws, membership and other governance documents.

Both statutes provide the regulatory agencies with the power to approve who may become a member of an SRO. The laws also require that an SRO have the power to discipline members, which can include fines and suspension or expulsion from the industry. Each of the SEC and the CFTC has the authority to review disciplinary proceedings. Each also has the power to suspend or revoke membership of any person in an SRO, and to remove any officer or director of an SRO who has “willfully failed to enforce the rules of the association, or has willfully abused his [sic] authority.” An SRO must have a board of

31. 15 U.S.C. § 78o-3(b)(6); 7 U.S.C. § 21(b)(7). The language of the Exchange Act reads slightly differently from that of the CEA: the rules of SROs organized under the Exchange Act must aim “to protect investors and the public interest” (emphasis added). In some contexts, the SEC and the CFTC have taken somewhat different approaches to addressing similar regulatory concerns, with the SEC inclined to a more rules-based approach and the CFTC favoring principles-based regulation. These differences and the potential for regulatory harmonization between the two commissions has long been the subject of reform efforts. See, e.g., GAO, Financial Regulation: Clearer Goals and Reporting Requirements Could Enhance Efforts by the CFTC and SEC to Harmonize Their Regulatory Approaches (Apr. 2010) (GAO Report 10-410). See also Stephania Palma & Patrick Jenkins, SEC Chair Urges “One Rule Book” for Crypto to Avoid Gaps in Oversight, Financial Times (June 24, 2022), https://www.ft.com/content/b9466a10-a2a6-412d-acf4-086609283df2.
32. Ibid. The Exchange Act requires SRO rules to “perfect the mechanism of a free and open market and a national market system,” while the CEA mandates that SRO rules “perfect the mechanism of free and open futures trading.” Each statute also lists further independent objectives. Under the Exchange Act, for instance, SRO rules must also “foster cooperation and coordination” among securities professionals, must not allow “unfair discrimination between customers, issuers, brokers, or dealers,” must prevent profit- and rate-fixing, and must not exceed the regulatory authority conferred by the statute: 15 U.S.C. § 78o-3(b)(8).
33. 15 U.S.C. § 78o-3(a); 7 U.S.C. § 21(a). While the CEA explicitly lists corporate governance documents that prospective SRO registrants must provide, the Exchange Act uses broader and more open-ended language; national securities associations registering under the Exchange Act must file “such other information and documents as the [SEC], by rule, may prescribe as necessary or appropriate in the public interest or for the protection of investors.” 15 U.S.C. § 78o-3(a); see also 17 CFR § 240.15Aa-1 (providing for national securities association registration form X-15-AA-1); 17 CFR §240.6a-1; SEC Form 1 (requiring national securities exchanges to provide, among other things, corporate governance records).
34. 78 U.S.C. § 78o-3(g); 7 U.S.C. § 21(b)(2)-(4).
35. 15 U.S.C. §78o-3(b)(7); 7 U.S.C. 21(b)(8).
directors that includes persons not affiliated with members, and it must assess dues on its members to fund its work.

There is precedent for an SRO that is common to both the SEC and the CFTC. For example, although the bulk of the NFA’s responsibilities are subject to the oversight of the CFTC, it is also recognized as a “limited purpose national securities association” under the Exchange Act for purposes of regulating the activity of brokers and dealers in security futures products. There were specific amendments made to the laws under the Commodity Futures Modernization Act of 2000 to address the fact that security futures products fall under the jurisdiction of the SEC but are traded on derivatives exchanges overseen by the CFTC.

The SEC and CFTC also have broad authority to decide who can be a member of an SRO. Although the Exchange Act provides that only brokers and dealers can be members of a registered national securities association, the SEC has exemptive authority to waive this requirement. The CEA has no comparable limitation on who can be a member of an SRO. Both statutes provide that the SRO must set rules for membership, and that those rules can be reviewed and approved by the regulatory agencies. Thus, the SEC and the CFTC could determine the appropriate membership in a new crypto SRO without the need for such members to be otherwise registered with either agency.

2. A New Crypto SRO Could Strengthen Regulation of Crypto Exchanges and Other Trading Intermediaries

While the crypto industry poses several regulatory challenges, we believe an SRO is particularly well suited to address the lack of standards for intermediaries such as exchanges, lending platforms, brokers, dealers, and custodians, as well as decentralized platforms performing equivalent functions. We have strong regulations governing exchanges, brokers and other intermediaries in our securities and derivatives markets. Those regulations, developed and enforced by the SEC and the CFTC in conjunction with their respective SROs over several decades, have helped to make our securities and derivatives markets the deepest and most robust in the world. The regulations promote transparency, integrity in trading and investor protection. They are designed to prevent fraud and manipulation, provide adequate disclosure and reporting, ensure proper handling of investor assets, prevent conflicts of interest, and ensure operational resiliency.

But much of the trading activity that takes place in the crypto industry does not comply with such standards. We believe that is for two reasons.

42. Commodity Futures Modernization Act, H.R. 4541, 106th Cong. Title II (2000).
43. 15 U.S.C. § 78mm(a).
44. 15 U.S.C. § 78o-3(b)(3), (g); 7 U.S.C. § 21(b)(2)-(4).
First, there is a gap in the law that results in neither agency having sufficient authority.\textsuperscript{46} The SEC has authority over crypto-assets that are deemed securities, and exchanges that are trading crypto-assets that are securities should register with the SEC absent an exemption. None have done so, despite the urgings of SEC Chairman Gensler.\textsuperscript{47} One likely reason for this substantial lack of compliance is disagreement among practitioners as to how the definition of the term “securities” applies to crypto-assets, a matter that is currently tied up in litigation, as explored below.\textsuperscript{48} For now, however, the SEC’s jurisdictional reach over crypto-assets remains unclear.

If a crypto-asset is not a security, there is no federal regulator with authority to set standards for trading in the spot market—that is, the buying and selling of crypto-assets for immediate delivery.\textsuperscript{49} A crypto-asset that is not a security may in fact be a commodity, although that is not a simple question either. The Commodity Exchange Act includes a long definition of commodity that has not been amended since 2010 and, not surprisingly, does not refer to crypto-assets. But in 1974 language was added that extended the reach of the definition beyond an enumerated list of agricultural products, so as to give the CFTC flexibility in responding to market developments. The definition includes “all other goods and articles...and all services, rights, and interests...in which contracts for future delivery are presently or in the future dealt in.”\textsuperscript{50} The CFTC first asserted that virtual currencies like bitcoin could be commodities in 2014 and was subsequently upheld in court.\textsuperscript{51} But the language itself is subject to varying interpretations,

\begin{itemize}
\item[47.] See Sander Luz, SEC Chair Gensler Threatens Action Against Unregistered Crypto Exchanges, Decrypt (May 18, 2022), https://decrypt.co/100806/sec-chair-gensler-threatens-action-against-unregistered-crypto-exchanges (citing Chairman Gensler’s testimony before the House Appropriations Committee). FY 2023 Budget Request for the Federal Trade Commission and the Securities Exchange Commission (May 18, 2022); https://appropriations.house.gov/events/hearings/fiscal-year-2023-budget-request-for-the-federal-trade-commission-and-the-securities; see also Paul Kiernan, The $2 Trillion Cryptocurrency Market Is Drawing Interest from Investors, Scrutiny from U.S. Regulators, The Wall Street Journal (Jan. 2, 2022), https://www.wsj.com/articles/the-2-trillion-cryptocurrency-market-is-drawing-interest-from-investors-scrutiny-from-u-s-regulators-11641119404. Chair Gensler has said that most crypto-assets traded today are in fact securities and that their issuance and distribution should comply with the securities laws. While one can debate how many of the existing crypto-assets that are traded are securities, surely some would be deemed securities if put before a court of law, and yet neither the offering nor subsequent trading of such tokens is taking place in accordance with the securities laws.
\item[48.] The SEC generally applies the standards from a 1946 Supreme Court case known as “Howey” to determine if a crypto-asset is an investment contract which in turn means it is a security. Four prongs must be met: there must be (i) an investment of money, (ii) in a common enterprise, (iii) with the expectation of profit, (iv) from the managerial efforts of others. SEC v. W.J. Howey Co., 328 U.S. 293 (1946).
\item[49.] The spot market is sometimes called the “cash” market because trades are often settled in cash, but the term is not precise since futures, options and swap contracts are often settled in cash. In the case of crypto, spot market trades are often settled with stablecoins or in exchange for other cryptocurrencies. We are simply distinguishing the spot market from the market for crypto derivative instruments such as futures, options and swaps. As noted earlier, some of the recent legislative proposals would expand the authority of the CFTC over this portion of the crypto market. See supra, text at note 3.
\item[50.] 7 U.S.C. § 1a(9).
\item[51.] In his capacity as chairman of the CFTC, one of the authors testified before Congress in 2014 that virtual currencies could be commodities, a position based on this clause. See CFTC Chairman Timothy Massad, Testimony before the U.S. Senate Committee on Agriculture, Nutrition and Forestry (Dec. 10, 2014), https://www.cftc.gov/PressRoom/SpeechesTestimony/opamassad-6. In 2015, the CFTC found that Bitcoin and several other virtual currencies qualified as commodities. In re Coinflip, Inc., CFTC No. 15-29 at 3 (cited in CFTC press release 7231-15, https://www.cftc.gov/PressRoom/PressReleases/7231-15); see also In re BFXNA Inc., CFTC Docket 16-19, at 5-6 (June 2, 2016). Since then, multiple courts have agreed with the CFTC’s reasoning. See, e.g., Commodity Futures Trading Comm’n v. My Big Coin Pay, Inc., 334 F. Supp. 3d 492, 497 (D. Mass. 2018) (hereinafter the “My Big Coin Pay case”); Commodity Futures Trading Comm’n v. McDonnell, 287 F. Supp. 3d 213, 224-25 (E.D.N.Y. 2018).
\end{itemize}
and thus the determination of which crypto-assets are commodities for purposes of CFTC oversight can be debated.  

Even if a crypto-asset is a commodity, that does not give the CFTC the authority to regulate spot market transactions in such crypto-assets. The CFTC has authority to regulate derivatives based on commodities—such as bitcoin futures and swaps—but its authority over associated spot market trading is very limited. It has the power to bring enforcement actions for fraud and manipulation in the spot market and to regulate certain retail leveraged transactions, but it does not have the authority to prescribe standards under which exchanges, brokers or dealers should operate. The scope of even this fraud and manipulation authority with respect to spot market transactions also depends on the interpretation as to which crypto-assets are commodities.  

To make matters more complicated, the Commodity Exchange Act classifies commodities into different categories, which include “security” and “non-security” commodities. The CFTC’s power varies depending on the classification of a commodity, and questions of jurisdiction as between the SEC and the CFTC can arise depending on such classification.  

Many in the industry would argue that the problem is a failure of the SEC and CFTC to provide clarity as to whether a crypto-asset is a security or a commodity. But the question is how the agencies could provide such clarity in a way that would be respected and binding. The traditional approach is through enforcement actions, and the SEC is doing just that. It has brought enforcement actions alleging that various crypto-assets are securities. These include its lawsuit concerning Ripple’s XRP, as well as a recent enforcement action accusing a Coinbase employee of insider trading, in which the SEC alleged that at least nine tokens traded on the exchange were securities. If the agency prevails in these cases, a victory may provide greater certainty as to what is a security. But final resolution of these actions will take

52. The issue turns largely on the interpretation of the phrase in the definition of commodities noted above: “all other goods and articles...and all services, rights, and interests...in which contracts for future delivery are presently or in the future dealt in.” There has been debate over whether a virtual currency is a commodity (i) only if there is a contract for future delivery on that particular virtual currency at the time of determination; (ii) as long as there could be a contract for future delivery on that particular virtual currency at some point in time; or (iii) as long as that virtual currency belongs to a “category” of crypto-assets as to which there are then such contracts. There is also a view that the words pertaining to contracts for future delivery modify only “services, rights and interests” and not “goods and articles.” That would mean a crypto-asset could be a commodity as long as it falls within “goods or articles,” even absent a contract for future delivery. A district court took the view that the third interpretation is correct in the My Big Coin Pay case. See discussion supra note 52. For a discussion of these issues, see American Bar Association, Derivatives and Futures Law Committee’s Innovative Digital Products and Processes, Subcommittee Jurisdiction Working Group, Digital and Digitized Assets: Federal and State Jurisdictional Issues 68-75 (Dec. 2020), https://www.americanbar.org/groups/business_law/publications/blt/2021/03/cryptocurrencies/ (hereinafter, “ABA Working Group Paper”).


54. See discussion supra note 52.

55. See ABA Working Group Paper, supra note 53, at 75-81.


time and the outcome is uncertain. And even if the SEC wins, will it provoke waves of compliance? Or is it more likely to lead to a “whack-a-mole” type challenge for the agency, where it will have to bring case after case to change behavior, especially if industry participants respond to each case by tweaking tokens, protocols or activities in an attempt to distinguish them from rulings where the SEC has prevailed?59

Another path forward would be for the two agencies to get together and promulgate a common understanding. There are certainly examples of the agencies having reached jurisdictional accords with respect to particular products. But these have typically pertained to a much narrower set of products, and have involved lengthy, and sometimes very contentious, negotiations.60 The volume of crypto-assets and the speed with which the technology is evolving would add further complexity if the agencies attempted such an approach. If the agencies tried that path and succeeded in reaching agreement, we expect the issues would end up in court anyway, because some market participants would surely challenge the agencies’ interpretations. In one well-known case, the SEC and the CFTC negotiated an accord allocating jurisdiction over security-related futures, but a court declined to follow it.61 Adopting standards through a rule-making would help, but would not preclude court challenges.

Moreover, even if there is greater clarity as to which crypto-assets are securities, there will still be no federal regulator with sufficient authority over the spot market for digital assets that are not securities.62 The second reason that investor protection standards are weak, however, is simply lack of compliance with the law. We believe the gap in regulatory authority, colorable claims that at least some crypto-assets fall into this gap, and the limited enforcement resources of regulators all have created substantial incentives not to comply. Compliance creates costs, and a competitive disadvantage in relation to those that choose not to comply beyond cost; compliance potentially means a longer time to market, restrictions on product terms or marketing methods, greater disclosure, and other restrictions. In the current environment, we suspect that many are simply deciding it is better for business not to comply.

Under Chairman Jay Clayton’s leadership, the SEC did succeed in exerting jurisdiction over one form of digital asset—initial coin offerings (ICOs). See SEC, Spotlight on Initial Coin Offerings, https://www.sec.gov/ICO. It is possible that the Commission will have similar success with its more recent enforcement actions. But the doctrinal questions are more challenging in reaching digital assets that make greater use of smart contracts and distributed decision-making, and so it is not clear that the SEC’s successful strategy with respect to ICOs can be replicated elsewhere. Moreover, there is a practical problem of providing SEC guidelines on the ever-increasing number of tokens being launched.60

See the discussion of the Shad-Johnson Accord supra note 62. See also ABA Working Group Paper supra note 53, at 264-70.

The Shad-Johnson Accord, which was named after the respective chairmen of the SEC and CFTC who negotiated it, allocated jurisdiction over securities-related futures, but an appellate court declined to follow it because the language was not part of the law. The language was later incorporated into the law. See Board of Trade of the City of Chicago v. Securities and Exchange Commission, 677 F. 2d 1137 (7th Cir. 1982); Commodity Futures Modernization Act of 2000, Pub. L. No. 106-554, app. E, 114 Stat. 2763 (2000); ABA Working Group Paper, supra note 53, at 104-06, 265.

Many crypto marketplaces refer to being regulated at the state and federal levels because they are subject to state money transmitter laws. These laws originated in the telegraph era when companies like Western Union transferred money by wire. They vary dramatically by state but typically have some combination of the following types of requirements: an application for a license which requires basic information about the business and personnel; minimum net worth (often in the $5,000 to $100,000 range and often increasing depending on number of locations), posting of security; and in some cases, restrictions on investments. Registration under such state laws triggers a requirement to register with the Secretary of the Treasury, which then makes these businesses subject to anti-money laundering requirements of the Federal Crimes Enforcement Network and some very modest consumer protection standards, principally pertaining to disclosure of fees. These state and federal requirements, taken together, however, are nowhere near the regulatory frameworks for our securities and derivatives markets. See Dan Awrey, Bad Money, 107 CORNELL L. REV. 1 (2020) https://www.cornelllawreview.org/2020/12/01/bad-money/ and Andrew P. Scott, “Telegraphs, Steamships and Virtual Currency: An Analysis of Money Transmitter Regulation,” Congressional Research Service (August 20, 2020) https://crsreports.congress.gov/product/pdf/R/R46486. See also the FSOC Report, supra note 7, at 98-99, which says such laws “are not designed for the purpose of comprehensively mitigating vulnerabilities arising from the potential failure of a large, interconnected platform, or for other purposes, such as market integrity.”
As a result, the distribution, trading, lending, and borrowing of crypto-assets today, and in many cases the crypto-assets themselves, lack the kinds of investor protections and market conduct standards comparable to those in our securities and derivatives markets. We think these shortcomings are a major problem. The report recently issued by the Treasury Department pursuant to the Executive Order—Crypto-Assets: Implications for Consumers, Investors and Businesses—provides a detailed inventory of the types of abuses and problems created by this lack of standards, such as market manipulation, fraud, theft, scams, conflicts of interest, lack of transparency, hacks and operational failures and the FSOC Report provides an extensive discussion of the potential risks to financial stability arising from this lack of regulation.63

Recent incidents also provide ample examples of why such standards are needed. The bankruptcy filings of major players in the cryptocurrency space—Voyager Digital Holdings Inc. and Celsius Network LLC—have revealed that many investors misunderstood the nature of their holdings and the risk of losses to which they would be imposed if counterparties become insolvent.64 The bankruptcy proceeding of Three Arrows Capital, which reportedly became the largest crypto hedge fund in a short time, will no doubt yield many similar stories: “What started with speculation on a few well-known coins such as Bitcoin and Ether became an interdependent industry of tokens linked to other tokens, crypto companies acting like banks offering depositors double-digit yields, and lots of borrowing by traders looking to juice their returns.”65 The collapse of the Anchor lending protocol, which offered unsustainable 20% rates of return to depositors of Terra, the algorithmic stablecoin that sank in value, is but one more example of inadequate disclosure and lack of investor protection standards.66

The problems are evident even without pointing to failures such as those. Consider Coinbase’s recent announcement that acknowledged that customers could lose all the crypto in their accounts in the event Coinbase ever filed for bankruptcy, because customers would be general unsecured creditors and their assets would be considered part of the overall estate.67 In our securities markets, investors are protected in the event of the bankruptcy of a broker-dealer by the Securities Investor Protection Corporation.68 In our derivatives markets, there is a well-developed set of rules governing the treatment and protection of customer assets in the event of a bankruptcy of a commodities broker.69 While an SRO could not create a . . .


SIPC-like federal insurance scheme, which would require new legislation, it could consider protections that do not require legislative action, such as requiring segregation of assets in bankruptcy remote trusts.

Or take wash trading, the practice of someone trading with themselves (or with an affiliate under common control) to inflate trading volume or increase the price of a financial instrument. This is clearly prohibited in our securities and derivatives markets, but not in crypto spot market trading. But it has been estimated to represent 50-90% of the trading on crypto markets. The CFTC used its power to bring enforcement cases based on fraud and manipulation to fine Coinbase over wash trading. The shocking part of this case was not that Coinbase had failed to prevent wash trading by its customers, but that Coinbase itself had engaged in wash trading! While the CFTC’s action was welcome, one of the CFTC’s commissioners publicly noted her concern that the case could give the public the false sense that the CFTC regulates Coinbase when it does not have that power. An SRO could not only prohibit wash trading; it could also address whether exchanges should even be able to engage in proprietary trading.

Or consider the New York Attorney General’s “Virtual Markets Integrity Initiative” which examined the stated policies of thirteen crypto platforms, which found that “virtual asset trading platforms have not...implemented common standards for security, internal controls, market surveillance protocols, disclosures, or other investor and consumer protections...Accordingly, customers...face significant risks.” Although the study was done in 2018, we doubt that these weaknesses have been cured.

While we support the SEC and the CFTC in their efforts to enforce the laws, we believe that reliance on traditional enforcement strategies may not be enough to bring reasonable standards to the industry within a reasonable amount of time. Moreover, enforcement of existing law will not fill the gap with respect to regulation of the spot market for tokens that are not securities, where neither the SEC nor the CFTC has jurisdiction.

Finally, there is the possibility that Congress will take action to redefine jurisdictional lines or alter traditional securities and derivatives categories. Both the Lummis-Gillibrand proposal and another proposal by Senators Stabenow (D-Michigan), Boozman (R-Arkansas), Booker (D-New Jersey) and Thune (R-South Dakota) would provide the CFTC with greater authority, but they differ significantly in how they achieve that, with the Lummis-Gillibrand approach involving a more dramatic change to our

70. 15 U.S.C. § 78(j); 7 U.S.C. § 6(c).


75. See Lummis-Gillibrand and Stabenow et al., supra, note 3.
traditional securities and derivatives categories. But there is also a risk that new legislation will result in standards significantly weaker than those in the securities and derivatives markets, particularly given the increasing political clout of the industry.

In this context, we think creating an SRO can strengthen investor protection standards in the industry, without undermining or compromising the authorities or enforcement efforts of either the SEC or the CFTC, and without requiring new legislation. It is a solution that does not require determining—or proving in a court of law—that any particular crypto asset is a security, a commodity or some new category such as an ancillary asset. It is a solution that avoids the risk of allowing the tail to wag the dog—that is, of altering traditional securities or derivatives rules in an effort to bring crypto into the regulatory perimeter, which then might confuse or undermine the application of such standards in other contexts.

The SRO would have as its members crypto exchanges, lending platforms, brokers, dealers and custodians involved in the trading or custody of crypto-assets. The SRO would develop standards for trading and custody that its members would agree to observe for all assets they handle except to the extent the trading or custody of those assets or their activities are already governed by the securities or commodities laws. The standards would be drawn from the standards we use in the securities and derivatives markets, but modified to address some of the novel or unusual aspects of crypto, such as the manner in which custody can be handled.

Such an SRO could fulfill the suggestion made recently by SEC Chair Gensler that the SEC and the CFTC should develop a single “rule book” for crypto exchanges to protect investors regardless of the classification of the asset being traded.

The areas in which an SRO could develop standards, which exist in our securities and derivatives markets, could include the following:

...
- protection and custody of customer assets;
- governance standards (including fitness standards for directors and officers);
- conflicts of interest (including prohibitions or limitations on the ability of trading platforms to engage in proprietary trading or having financial interests in listed assets);
- financial resources, including capital and margin;
- recordkeeping and periodic public disclosures;
- execution and settlement of transactions in a competitive, open, efficient and timely manner
- pre- and post-trade transparency requirements;
- prevention of fraud, manipulation and abusive practices (including prevention of wash trading);
- disclosures to customers, including regarding fees and recourse, and dispute resolution;
- risk management practices;
- operational resilience, cybersecurity standards, and business continuity and disaster recovery policies; and
- know your customer (KYC), anti-money laundering (AML) and combating financial terrorism (CFT) standards.

An SRO could also consider whether existing securities and derivatives disclosure standards should be fine-tuned with respect to crypto-assets. Georgetown Law Professor Chris Brummer has argued that Regulation S-K, the SEC’s primary disclosure regulation, is both “over-inclusive and under-inclusive” with respect to crypto: “it fails in some instances to account for critical aspects of the digital assets ecosystem, and in others imposes obligations with little to no relevance, creating both a lack of clarity and inefficiency in compliance.”

We recognize that creating standards in all these areas would take time, but we believe an SRO could follow a “peeling the onion” type of strategy, where some low hanging fruit could be addressed first, like prohibiting wash trading and other abusive practices and requiring greater transparency and record-keeping, and taking on more difficult areas over time.

We note that one area in which there are federal regulatory standards for centralized exchanges and certain other crypto participants is anti-money-laundering (AML) compliance, due to the efforts of the Financial Crimes Enforcement Network (FinCEN), a bureau of the U.S. Treasury. We applaud its efforts to get crypto exchanges and other participants to register with it as money services businesses (MSBs) and...

79. We recognize that some have been critical of FINRA’s arbitration proceedings for investor disputes involving securities transactions. See, e.g., Mark Egan et al., Arbitration with Uninformed Consumers, Harvard Business School Finance Working Paper No. 19-046 (May 11, 2021), https://papers.ssrn.com/sol3/papers.cfm?abstract_id=3260442. Whatever concerns one might have about FINRA arbitration proceedings as currently implemented, the point to recognize is that consumers investing in crypto-asset markets now have no mechanism for supervised dispute resolution. Moreover, the most stringent system of oversight currently under debate for crypto-assets—full compliance with SEC requirements—implicitly contemplates the application of FINRA arbitration requirements. Conceivably a crypto-asset SRO might adopt better arbitration rules, but whatever rules they adopt would most likely be an improvement upon the status quo.

80. See also Massad, supra note 47.

to enforce AML standards. FinCEN has penalized several entities for failure to follow these standards. The framework would greatly enhance the ability of FinCEN and other law enforcement agencies to ensure that AML and combating the financing of terrorism (CFT) standards are upheld and that violations are identified and prosecuted.

We envision a single crypto SRO. Although there are multiple SROs in both the securities and derivatives worlds, including securities and derivatives exchanges recognized as SROs for certain functions, we believe one SRO is the proper way to develop standards for crypto-assets at the outset. It would be premature at best to recognize exchanges as SROs before such standards are developed.

There is also the question of whether an entity would need to be a member of both the new crypto SRO and an existing securities or derivatives SRO. We envision these questions to be among those that the SEC and the CFTC will need to address in terms of particular facts and circumstances, just as they will need to address the exact scope of the SRO’s standards relative to existing securities and derivatives regulations. For example, if an entity is engaged in crypto activities for which it is registered with the SEC or the CFTC—as, for instance, a derivatives or securities exchange—then it has acknowledged a duty to comply with SEC or CFTC requirements applicable to such activities. We assume the SEC and CFTC

82. AML standards include MSB registration requirements, 31 U.S.C. § 5330; 31 C.F.R. § 1022.380, AML program maintenance requirements, 31 U.S.C. § 5318(a)(2)(h); 31 C.F.R. § 1022.210(a), currency transaction reporting requirements for transfers of more than $10,000, 31 U.S.C. § 5313(a); 31 C.F.R. § 1010.311, and suspicious activity reporting requirements, 31 U.S.C. § 5318(g)(1); 31 C.F.R. § 1022.320(a)(2). See also supra note 61.


86. For a list of SEC-registered exchanges that qualify as SROs, see SEC, Self-Regulatory Organization Rulemaking, https://www.sec.gov/rules/sro.shtml. For more information regarding CFTC-registered SRO exchanges, see CFTC, Industry Filings, https://www.cftc.gov/IndustryOversight/IndustryFilings/index.htm. While it is possible to imagine the creation of more specialized SROs down the road, as a first step, we believe that a single organization would be more practical and appropriate. To be sure, including many different kinds of crypto-asset firms into the SRO creates heterogeneity of interests and perhaps challenges on reaching agreement among SRO members, and we anticipate that, particularly in the initial stages of organization, leadership for the SRO will have to play a strong role in generating consensus and will also have to proceed in a manner that gains the confidence of both the SEC and the CFTC.

would decide to what extent the crypto SRO’s standards should apply, given that the activity is already subject to securities or derivatives regulations. We think the question of membership in the SRO—who exactly should the SEC and the CFTC prod to join the SRO—is a parallel issue to be decided by the agencies as well. We do not, however, regard membership in one SRO as an automatic exemption from membership in another. Particularly in situations where a firm is engaged in activities for which it is registered with one of the regulators as well as crypto activities outside of that registration (to the extent that is permissible under the law), we would think membership in the new crypto SRO, and compliance with its standards, would be required. Finally, we do not underestimate that questions pertaining to membership and scope would be challenging, but we should not shirk from the task for that reason. We suggest the agencies take a broad view of both, but also set priorities by targeting for membership some key market participants and focusing at the outset on rule-making areas of greatest need as discussed below. The fact is standards in the crypto industry are woefully inadequate and less than perfect steps forward will be necessary to fix that.

3. Some Advantages and Likely Objections to the Proposal

We turn now to some advantages, as well as likely objections, to the proposal.

The first advantage is that an SRO process could bring together the necessary expertise to develop meaningful, workable standards. One of the challenges in crypto is that those who understand our regulatory framework for securities and derivatives may not have sufficient understanding of crypto technology, and those with knowledge of the technology often do not understand the regulatory and policy issues. We believe an SRO is a good way to bring that collective expertise together.

The second advantage is that the SRO process would occur under the authority of the SEC and the CFTC, thus ensuring that it would remain accountable to the public interest. The regulatory agencies would be actively involved in overseeing its work. They would approve the governance, selection of directors and membership criteria. They would approve any rules, ensuring that the standards are robust and are then enforced.

A third advantage is that the process of having an SRO formulate standards can begin now, without new legislation. No new authority is needed. While SRO rules must be consistent with the requirements of otherwise applicable federal laws, these organizations have wide discretion to implement rules that fulfill statutory goals and routinely adopt measures that go beyond the express statutory or regulatory mandates of either the SEC or CFTC. While the capacity of SROs to adopt rules is not unlimited, the

89. Cf. SEC, Order Approving Rule Changes: Self-Regulatory Organizations, Release No. 34-92590 at 57 (Aug. 8, 2021) (“Exchanges have historically adopted listing rules that require disclosures in addition to those required by Commission rules”); Self-Regulatory Organizations, 86 Fed. Reg. 44424, 44438 (Aug. 12, 2021) (same) (citing Nasdaq IM-5250-2; LTSE Rule 14.425(a)(1)(C)); see also Heath P. Tarbet, Self-Regulation in the Derivatives Markets: Stability Through Collaboration, 41 NW J. Int’l L. & Bus. 175, 194-95 (2021) (“SROs are able to respond to new market conditions with speed and flexibility, which is important during periods of innovation. SROs in particular are adept at applying principles-based regulation to developing scenarios.”). See also Quintenz, supra note 11 (describing how the NFA began regulating the retail foreign exchange markets seven years before the CFTC began doing so).
90. See, e.g., Section 15A(b)(6) of the Exchange Act, 15 U.S.C. § 78o-3(b)(6) (prohibiting national securities association rules that attempt to regulate “matters not related to the purposes of [the 1934 Act]”).
scope of delegation to SROs is broad and seems to cover the substantive matters outlined above.\textsuperscript{91} There is statutory authority for SRO rules limiting the ability of SRO members to transact business with non-member firms.\textsuperscript{92} An SRO for the crypto industry could conceivably develop a similar standard of requiring its members to transact only with other entities and protocols adhering to SRO standards.

Fourth, an SRO process could develop common standards for trading and other activities without getting bogged down in the question of whether a particular asset is a security, a commodity or something else. Indeed, since some platforms may be trading or lending both securities and commodities, it could help avoid regulatory inconsistency, achieving the goal of “one rule book.”\textsuperscript{93} Once again, we are not suggesting any change to the standards of what is a security or a commodity, but rather an approach that seeks to achieve investor protection without the distraction and delay entailed in litigating that question.

A fifth advantage is that the SRO process could inform the development of new legislation, identifying with greater precision the issues that need to be addressed and areas where new statutory language is needed. We do not underestimate the challenge of SRO members arriving at agreement on meaningful standards applicable to crypto asset trading.\textsuperscript{94} But we think this is a more promising path, particularly given the challenges of building a consensus around new legislation.\textsuperscript{95} The SRO’s work can help identify gaps in, or the need for amendments to, current law. It will also reduce the risk that a legislative consensus is built around an approach that might not have been sufficiently tested.

Sixth, we believe the SRO process can be conducted in a way that does not conflict with or undermine the application of existing law, whether through existing regulation or the initiation or prosecution of enforcement actions. The SRO standards would be formulated so as not to apply to subject matter already covered by an existing SEC or CFTC rule. For example, if a crypto exchange were registered with the SEC as a securities exchange or with the CFTC as a derivatives contract market, then, to the extent its activities were governed by those rules, the SRO standards would not apply.\textsuperscript{96} Similarly, SRO rules would not prevent or interfere with enforcement actions that provide greater clarity as to the application of existing law. But insofar as market participants agreed to abide by the SRO process, and the SRO enforces its rules, the agencies could refrain from bringing enforcement actions.

Seventh, standards developed through an SRO process are much easier to change than those promulgated by new legislation. The standards can be refined in light of experience gained through their application and in light of market evolution.

Finally, the work would be funded by the industry. It would not require new budgetary authority nor would it use agency resources committed to other priorities.

\textsuperscript{91} See, e.g., id. (authorizing national securities association rules “designed to prevent fraudulent and manipulative acts and practices, to promote just and equitable principles of trade, to foster cooperation and coordination with persons engaged in regulating, clearing, settling, processing information with respect to, and facilitating transactions in securities, to remove impediments to and perfect the mechanism of a free and open market and a national market system, and, in general, to protect investors and the public interest”).

\textsuperscript{92} See Section 15A(e) of the Exchange Act, 15 U.S.C. § 78o-3(e) (authorizing restrictions on transactions with nonmember professionals).

\textsuperscript{93} See Palma & Jenkins, supra note 32.

\textsuperscript{94} Of course, in some instances, the SEC and CFTC could resolve these disputes and impose a single standard, but the SRO would have an opportunity to frame the decision and suggest practical solutions.


\textsuperscript{96} Admittedly, on the CFTC side, it is less likely that a spot platform and a derivatives exchange would operate as a combined entity.
We turn next to some possible objections to the proposal. The first is that an SRO is not needed because industry trade associations, such as the Association for Digital Asset Markets (ADAM) and Global Digital Finance (GDF), already have developed codes of conduct or standards and this would be no different. We strongly disagree. Even a brief perusal of such codes shows that while the intent may be laudable, the content is far too weak, vague, and unenforceable to match the kind of strong standards SROs have implemented in our securities and derivatives markets.

For example, in regard to conflicts of interest, ADAM’s code says members will "identify, and take appropriate steps to address" conflicts. It goes on to say "the nature of any conflict of interest will depend on the nature of a Member's business...Each Member is responsible for identifying the conflicts that pertain to its own business and disclosing them and/or addressing them as appropriate." It then specifically acknowledges that a Member operating a trading platform may issue its own digital assets, in which case the Member "will adopt and disclose policies to address conflicts of interest that may arise... Similarly, it acknowledges such a Member may trade on its own platform and says it should disclose such activities and "institute appropriate organizational and information barriers to limit access to, and trading on the basis of, information relating to Client orders[.]" Thus, it does not prohibit any activity—even ones in which the member would clearly have a conflicting economic interest—nor even provide any specifics for deciding whether a conflict is acceptable or what policies are appropriate.

Similarly, in regard to custody, the GDF code says “we will treat our customers fairly...We will take reasonable steps to ensure that [client assets] are subjected to asset custody and safekeeping approaches that are suitable and provide the requisite level of security for crypto-assets.” Thus, it does not provide any assurance that client assets will be segregated or otherwise protected from other claims.

These are not isolated examples. The codes are replete with similarly vague, permissive language. The codes are far weaker than our standards for securities and derivatives exchanges. They illustrate the fact that an industry process that is not tightly overseen by regulators will not suffice.

A second, related possible objection is that the SRO process will be captured by the industry, and especially its dominant players, and the SRO will not produce anything much stronger than those voluntary codes. We think the short answer is to remember former Chairman Douglas’s admonition to “keep the shotgun behind the door.” That is, there is no doubt that the risk of industry self-interest

---


98. Ibid.

99. Ibid. at § V(A).

100. Ibid.

101. Ibid. at § V(D).

102. Ibid. at § V(e).


104. We would note that this same concern also exists with respect to legislative action, particularly in light of the increased political activity that many industry participants have undertaken. See, e.g., Hailey Fuchs and Caitlin Oprysko, New crypto group grades lawmakers' industry friendliness, Politico (Sept. 8, 2022) https://www.politico.com/newsletters/politico-influence/2022/09/08/new-crypto-group-grades-lawmakers-industry-friendliness-00055763 and Brian Slodysko and Fatima Hussein, Crypto comes to Washington: Will the millions buy influence?, AP News (May 12, 2022) https://apnews.com/article/cryptocurrency-technology-congress-d1ae06ce59e03007cf96ad7658dc55f2.

105. See sources cited supra notes 15–17.
leading to weak standards will exist. A 1973 report of the Senate Subcommittee on Securities expressed this risk well:

The inherent limitations in allowing an industry to regulate itself are well known: the natural lack of enthusiasm for regulation on the part of the group to be regulated, the temptation to use a façade of industry regulation as a shield to ward off more meaningful regulation, the tendency for businessmen to use collective action to advance their interests through the imposition of purely anticompetitive restraints as opposed to those justified by regulatory needs, and a resistance to changes in the regulatory pattern because of vested economic interests in its preservation.\(^{106}\)

As repeated studies have found, self-regulation works only if regulators consistently use or threaten to use their authority to create incentives for it to work.\(^{107}\) The SRO process we are proposing will be similarly dependent on strong oversight by regulators. As noted above, its governance, membership and development and implementation of standards will be overseen and approved by both the SEC and the CFTC;\(^{108}\) they—and only they—can ensure that the process and outcomes are accountable to the public interest and robust.\(^{109}\) While this oversight will require resources, it may be a way to redeploy and leverage some of the resources that are currently being allocated to crypto industry enforcement efforts.\(^{110}\)

No doubt, for certain matters, direct engagement by the SEC and CFTC will be essential. While the SRO would be expected to supervise its members and enforce its own rules in the first instance, the SEC and CFTC would need to play a role in ensuring that SRO enforcement in these areas was rigorous and effective, a role that both commissions currently play with respect to existing SROs like FINRA and the NFA.\(^{111}\) For serious violations, involving infractions of federal statutes, enforcement actions by the

\(^{106}\) See Seligman, supra note 15, at 440.

\(^{107}\) Ibid. See also Joel Seligman, Cautious Evolution or Perennial Irresolution: Stock Market Self-Regulation During the First Seventy Years of the Securities and Exchange Commission, 59 BUS. LAWYER 1347 (2004), https://www.jstor.org/stable/40688239

\(^{108}\) See supra notes 28-46 and accompanying text.

\(^{109}\) It is also important to distinguish our proposal from the context in which Japanese regulatory authorities authorized in 2018 the creation of the Japan Virtual Currency Association (JVCEA) as a self-regulatory organization of Japanese virtual exchange. Gavin Raftery et al., Japanese Financial Services Agency accredits the Japan Virtual Currency Exchange Association as a Self-Regulatory Organization, BakerMcKenzie Blockchain Blog (Nov. 13, 2018), https://blockchain.bakermckenzie.com/2018/11/13/japanese-financial-services-agency-accredits-the-japan-virtual-currency-exchange-association-as-a-self-regulatory-organization/. Although the JVCEA was formally subject to supervision and oversight by the Japanese Financial Services Authority, the agency did not, until very recently, imposed strict oversight of the JVCEA. Leo Lewis et al., Japan struggles with self-regulation during crypto meltdown, Financial Times (July 17, 2022), https://www.ft.com/content/75a05077-6ac8-4365-a8c5-28fc8928b505. While the JVCEA was established in the aftermath of scandals, such as the failure of Mt. Gox, the Japanese government was at the time also engaged in an effort “to become a worldwide leader” in blockchain technologies. See Marta Gonzalez, Blockchain in Japan 7, EU-Japanese Centre for Industrial Cooperation (2018), https://www.eu-japan.eu/sites/default/files/publications/docs/blockchaininjapan-martagonzalez.pdf. In the United States today, the primary incentive for government action is the establishment of an appropriate regulatory structure for digital assets.


\(^{111}\) For example, the SEC has extensive authority to oversee FINRA’s enforcement activities. Most directly, the SEC reviews FINRA’s enforcement actions, any of which it can overturn if it disagrees. 15 U.S.C. § 78s(d); FINRA, Enforcement: Rules and Guidance, https://www.finra.org/rules-guidance/enforcement. On the flipside, the SEC also has the tools to prevent under-enforcement: the SEC may remove overly lenient FINRA officers, 15 U.S.C § 78s(h)(4), and it could even (theoretically) revoke FINRA’s registration statement if the SRO failed to “enforce compliance” with its own rules. 15 U.S.C. § 78s(h)(1).
agencies (rather than the SRO) would likely be more appropriate, with referrals to the Department of Justice for criminal prosecution in egregious cases. Procedures for cooperating in enforcement matters have been developed for existing SROs and could serve as a model for enforcement efforts of an SRO dedicated to crypto-assets, as government involvement in certain enforcement actions is necessary and appropriate. The ability of the SEC and the CFTC to intervene on important enforcement matters offers some assurance that SRO will remain vigilant in its own oversight.

A third possible objection is that an SRO will not be able to exercise sufficient authority over the marketplace because crypto exchanges or other intermediaries cannot be forced to join. We think a combination of regulatory “carrots and sticks” can be brought to bear to address these risks—carrots in the form of incentives and sticks in the form of the exercise by the SEC and CFTC of their existing enforcement authorities. Plus, as mentioned above, the SRO may be able to limit the capacity of members firms to do business with non-member firms, thus encouraging entry into the regulated market. Particularly if a number of large crypto-asset platforms, such as Coinbase, committed themselves to join the SRO, the incentives for other firms to follow suit will be considerable.

Firms will have an incentive to join the SRO because there will be a marketplace advantage to doing so. If there is sufficient publicity around the process, we believe firms that support the process will have an advantage. Investors are likely to have greater confidence in such firms; membership in the SRO and compliance with SRO standards will help in attracting business. Moreover, the firms will benefit from greater regulatory certainty. That is because the SEC and the CFTC can refrain from taking enforcement actions against firms that participate and abide by the SRO’s standards (insofar as they might otherwise bring an enforcement action for not abiding by such standards). They can do this through the issuance of no-action letters or exemptive relief if necessary, written so as to be conditioned on full compliance to avoid the risk that firms espouse support but do not actually comply.

Firms that choose not to join or abide by SRO standards would not only face the potential market disadvantage that could arise from not complying. They also would be vulnerable to enforcement actions insofar as their activities may be in violation of the law and are not covered by no-action letters or exemptive relief pertaining to those complying with the SRO’s rules. Indeed, the regulatory agencies could focus their enforcement resources on those that do not comply.

...
A fourth objection is the fear that SRO standards would be “lighter touch” than existing securities or derivatives rules, or that the creation and application of SRO standards would imply that the agencies are conceding that existing rules cannot be applied. We think the process can be managed to avoid those risks, though we acknowledge this will require strong oversight by the agencies. First, the SRO standards would need to be approved by both agencies, so a “lighter touch” would result only if both agencies approved weak rules. Second, the agencies need not concede any jurisdictional authority in agreeing to a process that develops and then enforces SRO standards. On the contrary, they could retain and use their authority to the extent a crypto firm or developer chose not to abide by SRO standards, or the SRO failed to adopt strong standards or enforce them.116 And, of course, the commissions retain the latitude to discipline the SRO itself if the organization does not effectively and consistently enforce its rules.

Finally, one might ask whether the SEC and the CFTC will be able to cooperate well enough to oversee a joint SRO together. What if the commissions disagree?117 To be sure, the history of SEC-CFTC collaboration has not always been exemplary.118 And it is possible that inter-agency disagreements would hamper the launch of an SRO and trigger the need for congressional intervention. But arguably, the creation of an SRO could actually facilitate coordinated action between the SEC and the CFTC as the onus would fall on the organization to propose regulatory structures and supervisory practices that would gain the support of both commissions. Indeed, rather than being an impediment to joint SEC-CFTC actions, an SRO could be the vehicle through which agreement is achieved.119

4. SRO Standards Should Apply to DeFi Intermediaries as Well as Centralized Intermediaries

The explosive growth of DeFi,120 or decentralized finance, raises a challenge for an SRO process. It is one thing to bring together corporate entities that own or operate centralized crypto exchanges, lending platforms or broker/dealer operations. But what about DeFi platforms where one can also buy, sell, borrow, or lend crypto-assets, or other DeFi protocols that perform functions equivalent to those performed by entities subject to the SRO standards?

116. The ability of the SEC and CFTC to monitor SRO enforcement of SRO rules will also be critical in persuading the SEC and the CFTC to delegate supervisory authority to the SRO in the first instance.

117. Some may say potential source of disagreement could be differences in basic regulatory philosophies—the SEC being more rules-based and the CFTC more principles-based—or differences in the kinds of investors (retail versus institutional) who have traditionally participated in securities markets as compared to derivatives markets. But although the Commodity Exchange Act has core principles, the CFTC issues numerous rules pursuant to them; and there may be increasing retail interest in crypto derivatives.

118. For example, in the case of the Shad-Johnson Accord between the SEC and the CFTC, the agencies could not agree on the allocation of jurisdiction over futures and options on futures on individual securities and banned trading of such contracts until agreement could be reached. But they never did agree; Congress grew tired of waiting and repealed the ban in 2000. See sources cited supra notes 61 and 62; see also ABA Working Group Paper, supra note 53, at 105.

119. The question, of course, is not whether an SRO would ensure perfect cooperation, but rather whether the creation of an SRO would increase the likelihood of SEC-CFTC cooperation compared to the status quo, where coordinated efforts have been quite limited and, arguably, industry participants have been able to exploit agency rivalries. We note also that the FSOC Report’s fourth recommendation is that “regulators continue to cooperate with each other in the supervision of crypto-asset entities” but does not provide any specific suggestions. See FSOC Report, supra note 7, at 116.

We believe the SRO should develop standards for those DeFi platforms as well. The rule that “same function, same (or similar) rules” should apply, because the objectives of the standards are no different. Or, as the FSOC Report noted, “[R]egulatory frameworks remain applicable to crypto-asset platforms and activities regardless of any characterization or assertion of decentralization.”121

The issue, in our view, is not whether it would be in investors’ interests to apply such standards to DeFi platforms. It should go without saying that investors should be as protected from fraud and manipulation, front-running, conflicts of interest or other risks on a DeFi platform as they are on a centralized exchange. The recent collapse of the Anchor lending protocol, which offered high rates of return on Terra, the algorithmic stablecoin that itself crashed, caused losses for hundreds of thousands of investors.122 The role of a DeFi platform in this case underscores the need for regulatory oversight of this space.123 The only question is one of means, not ends: how does one apply and enforce those rules if there is no centralized entity operating the platform, or if it is unclear whether there are controlling persons who effectively are responsible for its operation? Who represents the DeFi platforms in the SRO process, and who ensures compliance?

We think the answer to the question of how to apply standards to DeFi platforms is exactly the reason why we need an SRO: ultimately, the industry should be tasked with developing an answer that is acceptable to regulators. Unfortunately, instead of being proactive by devising a solution, some in the industry seem to take the position that DeFi should be unregulated because it is “decentralized”—or at best, that it should be unregulated unless and until the government figures out how to regulate DeFi. Consider, for example, the responses to the SEC’s recent proposal that would bring more automated trading systems that trade Treasury and other government securities within the regulatory perimeter.124 The proposal did not even mention crypto-assets, but some in the crypto community thought it might presage an effort to regulate DeFi platforms; indeed, the same was suggested by SEC Commissioner Hester Peirce who dissented from the proposal.125 Some in the crypto industry submitted comment letters addressing this risk, and one example is the comment letter from Andreessen Horowitz (also known as a16z), the leading crypto venture capital firm, which criticized the SEC because “the proposal does not on its face address how a protocol governed by a distributed community could even comply with the applicable registration requirements.”126 Instead of asserting it is solely the SEC’s responsibility to figure that out, we think the industry should step up to that challenge.

121. FSOC Report, supra note 7, at 116.
122. See Osipovich & Ostroff, supra note 67.
123. As we noted earlier, we have proposed that the issuance of stablecoins should be the subject of banking supervision, see discussion supra note 10, but we have also recognized that the trading of stablecoin tokens on centralized or DeFi platforms would require a separate system of regulation, such as the SRO approach we set forth here.
126. Jai Ramaswamy, Chief Legal Officer, & Miles Jennings, General Counsel, a16z Crypto/A.H. Capital Management, L.L.C., Comment Letter on Amendments Regarding the Definition of “Exchange” and Alternative Trading Systems (ATSs) That Trade

How to Improve Regulation of Crypto Today

HUTCHINS CENTER ON FISCAL & MONETARY POLICY AT BROOKINGS
A first step is to tackle what is meant by the term “DeFi” or decentralization. It is used in the crypto industry to describe a variety of arrangements and factors. This can include decentralized methods of governance, with respect to the distribution of control rights to modify a platform or protocol; balance sheet decentralization, or the distribution of rights to control assets; and transaction processing decentralization, or the number of parties involved in verifying, clearing, and settling transactions. The degree to which any of these dimensions is decentralized or distributed can vary, over time; there are no commonly agreed-upon standards as to when to label a platform or protocol “DeFi.” Indeed, the collapse of some firms and protocols following the most recent crash in crypto prices triggered a debate as to whether the failed firms were examples of “DeFi” or “CeFi”—that is, centralized finance.127 When the Wall Street Journal suggested that the failure of firms like Celsius exposed the weaknesses of DeFi,128 others argued that firms like Celsius had a traditional, centralized corporate ownership structure and it was CeFi firms that failed, not DeFi.129 But although Celsius had a conventional corporate structure, it nevertheless described itself, and some crypto commentators described it, as being a leading example of “DeFi” in the years before its collapse, thus exemplifying the vagueness of the term.130

Moreover, there is no doubt that even if a protocol is not run by a centralized entity, there are entities and individuals involved in its development and potentially wielding influence over its evolution. To what extent should developers of protocols be charged with a responsibility to work compliance into protocols designed to perform regulated financial processes, and how could such a standard be enforced? What about the “foundations” that effectively act as indirect operators or monitors of protocols? They are often standing by ready to intervene in the case of a hack, outage or other problem, and may have engineers, lawyers and other staff, despite a protocol claiming to be “decentralized.”131 What about those who hold administrative keys or a large share of governance tokens, particularly before those have been widely distributed? One need only look at how outages or hacks are addressed in practice to see that there is

---


130. Alex Mashinsky, CEO of Celsius, said Celsius was one of the innovators of DeFi because it used smart contracts and open ledgers to allow users to earn the highest yield on their crypto assets, and that Celsius “straddles” the worlds of DeFi and CeFi. Alex Mashinsky, The Best of Both Worlds: How Celsius Straddles Both CeFi and DeFi, Medium (Jan. 26, 2021), https://mashinsky.medium.com/the-best-of-both-worlds-how-celsius-straddles-both-cefi-and-defi-d15325c61814. CryptoNews called Celsius a “leading DeFi platform” in June 2020 and Forkast News described it as “one of the largest DeFi platforms in the world” in August 2021. Aisshwarya Tiwari, DeFi‘ing the Odds; Celsius Network Reports Over $1 Billion Cryptocurrency Deposits, CryptoNews (June 5, 2020), https://crypto.news/defi/celsius-network-1-billion-cryptocurrency/; Lachlan Keller & Yihui Xie, Celsius Network grows 1,900% this year, US$20B AUM, Forkast News (Aug. 25, 2021), https://forkast.news/headlines/celsius-network-grows-1900-year-us20b/; Similar statements were made on other sites. See, e.g., Kayleigh Charlotte, The Top 5 DeFi Platforms You Need to Know About, Blocksocial (Feb. 26, 2020), https://www.blocksocial.com/top-5-defi-platforms-to-know/; Crypto Ryan, How to Use Celsius Network (Review and Guide for 2021), Cryptorancy (Oct. 28, 2021), https://www.cryptorancy.com/celsius-network-review/ (“Celsius is a decentralized finance (DeFi) cryptocurrency lending platform.”).

131. See, e.g. Compound Labs, Our Team, https://compoundtreasury.com/team (list of short bios of popular DeFi protocol’s team of executives and engineers); Balancer, About Balancer Protocol and Labs, https://docs.balancer.fi/getting-started/faqs/about-balancer-protocol-and-labs (synopsis describing “team” of roughly 30 employees). Maker, Contact Us, https://makerdao.com/en/contact (providing contact information for “foundation” and links to “job opportunities”). See also FSOC Report, supra note 7, at 63 and 73 regarding how “nominally decentralized” DeFi arrangements can have a concentration of governance tokens.
often a process where a solution is devised by a relatively small group, even if it is then subject to the vote of a larger class of token holders.\footnote{See, e.g, Will Gottsegen, DeFi Exploit Siphons $45 Million from PancakeBunny, Crashes Token Price, Decrypt (May 20, 2021), \url{https://decrypt.co/71585/pancakebunny-defi-exploit} (describing DeFi protocol team’s response to hack); Anna Hirtenstein, Crypto Hackers Stole More Than $600 Million from DeFi Network, Then Gave Some of It Back, The Wall Street Journal (August 11, 2021), \url{https://www.wsj.com/articles/poly-network-hackers-steal-more-than-600-million-in-cryptocurrency-11628691400?mod=article_inline} (same); Jeff Benson, Grim Finance Hacked for $30 Million in Fantom Tokens, Decrypt (December 19, 2021) \url{https://decrypt.co/88727/grim-finance-hacked-30-million-fantom-tokens} (same); Andrew Asmakov, Avalanche DeFi Platform Vee Finance Suffers $35M Hack (September 21, 2021) \url{https://decrypt.co/81400/avalanche-defi-platform-vee-finance-suffers-35m-hack} (same); McKenzie Sigalos, Solana Suffered Its Second Outage in a Month, Sending Price Plunging, CNBC (June 1, 2022), \url{https://www.cnbc.com/2022/06/01/solana-suffered-its-second-outage-in-a-month-sending-price-plunging.html} (describing DeFi blockchain’s response to outage).}

We also believe that centralized exchanges and other intermediaries operated by corporate entities will have an incentive to develop standards that apply to DeFi protocols so that there is a level playing field. They will not want to see DeFi protocols gain an unfair advantage by not having to comply with standards to which their own businesses are subject. At this stage, we do not know the proper solution, but we believe an SRO is a right way to get started. Even if the task of extending SRO oversight to DeFi platforms is especially challenging, that is no reason for the SRO not to start with imposing regulatory oversight over other aspects of crypto-asset trading for which effective supervisory solutions are easier to specify and implement.

5. Conclusion

For the past decade, the development of appropriate regulatory standards for the crypto industry has been hampered by interminable debates over whether particular digital assets are securities or commodities or something else. Industry participants have exploited these jurisdictional gaps and neither the SEC nor the CFTC has been able to develop a coherent and comprehensive approach to supervising this increasingly important sector of our financial markets. By combining forces through a joint SRO, the SEC and CFTC can offer an efficient and attractive path forward, and one that is ideally suited to draw on the expertise of industry participants, but within an organizational structure that we can be confident will advance the public good.

The SEC and the CFTC can also draw on the resources of existing SROs in implementing this approach. One could imagine staff from FINRA and the NFA being seconded to help, especially in the early phases. And while our approach can be implemented without new legislation, it could also be advanced by Congress: for example, although there appears to be increasing support for legislation to provide federal regulation of the spot market for non-security crypto assets, which will help strengthen regulation, that will not eliminate the jurisdictional issues as to whether a crypto asset is a security or a commodity or something else. Rather than tackle that issue, Congress could include in such legislation a directive to the SEC and CFTC to form a joint SRO and could require any entity or protocol engaged in the trading, lending, borrowing or custody of crypto assets to comply with its standards.

Fundamentally, our approach will depend on strong leadership from the SEC and CFTC, and it will succeed only if the agencies are vigilant in their oversight of an SRO’s work. But we believe that would be effort well spent.