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Introduction

“While all free societies are alike, each unfree society is unfree in its own way”¹

“It is not inevitable that the internet will evolve in a manner compatible with democracy”²

Laws against blasphemy³ forbid insulting religion and religious symbols or interpreting religious texts in a way that conflicts with the state’s interpretation. In fact, nearly half (47%) of the countries and territories in the world have laws or policies that penalize blasphemy, apostasy (abandoning one’s faith), or defamation of religions,⁴ and nearly a quarter (22%) have anti-blasphemy laws or policies in place.⁵ Cutting across different regions and faiths,⁶ blasphemy laws have triggered political instability in recent years. While many religious traditions have taboos against blaspheming the sacred, there is a notable history of anti-blasphemy campaigns within the Muslim world. Watershed moments in this regard include General Zia’s 1986 adoption of capital punishment for blasphemy in the Pakistani criminal code, the 1989 fatwa issued by Ayatollah Khomeini against Salman Rushdie for the publication of “The Satanic Verses,” and the campaign led (since 1999) by the Organization of Islamic Cooperation (O.I.C.) pushing states to adopt a resolution prohibiting “defamation of religions” at the United Nations. The O.I.C. offensive was replaced with a new, consensual approach (since 2011).⁷ However, many, including the U.S. Commission on International Religious Freedom, remain concerned that O.I.C. states continue to individually support a global anti-blasphemy law.⁸

Violence related to allegations of blasphemy is particularly prevalent across Islamic states. This phenomenon may be linked to the legal framework in place, but also to how states enforce the laws. The Middle East and North Africa, as a region, has the highest proportion of countries criminalizing blasphemy (65%), including Algeria, Bahrain, Egypt, Morocco, and Tunisia. Violent anti-blasphemy campaigns are also notable in non-Islamic countries. Russia, for example, was prompted to criminalize the publication of “The Satanic Verses” and passed anti-blasphemy laws in response to the legal challenge of a 2012 ban on the movie “Belly Dance.”⁹

³ Hereafter, the term will be shortened to “blasphemy laws,” as commonly known.
⁶ According to the Pew Research Center, eight European countries still have blasphemy laws, including to protect Catholicism or Greek Orthodoxy. In Myanmar, also known as Burma, it is forbidden to depict Buddha. In 2014, Russian members of Parliament voted for a new law against offending religious feelings allowing jail sentences up to three years, minutes after passing anti-gay legislation. See Miriam Elder, “Russia Passes Law Banning Gay ‘Propaganda’,” The Guardian, June 11, 2013, http://www.theguardian.com/world/2013/jun/11/russia-law-banning-gay-propaganda.
⁸ “USCIRF recommends that the State Department remain vigilant against any renewed efforts at the UN to seek legal limitations on offensive or controversial speech about religion that does not constitute incitement to violence, and continue to press countries to adhere to the Resolution 16/18 approach, including by repealing blasphemy laws” in “Annual Report of the U.S. Commission on International Religious Freedom,” United States Commission on International Religious Freedom, 2015, http://www.uscirf.gov/reports-briefs/annual-report/2015-annual-report.
Jordan, Kuwait, Lebanon, Morocco, Oman, Qatar, Saudi Arabia, Sudan, the United Arab Emirates, and Western Sahara. In the Asia-Pacific region, 18% of countries have anti-blasphemy laws, including Afghanistan, India, Indonesia, Iran, Malaysia, the Maldives, Pakistan, Singapore, and Turkey.9

Even in countries where such laws do not exist, alleged blasphemy can prompt violence, as was the case when 12 people were killed in the attack on the satirical weekly Charlie Hebdo offices in Paris in January 2015.10 In spectacular fashion, the attacks in Paris show the extent to which violence surrounding questions of blasphemy can trickle into historically secular societies. One month after the Paris attacks, one person was killed at a public event in Copenhagen11 entitled “Art, Blasphemy and Freedom of Expression.” In France and in Denmark, Jews were also the direct targets of the anti-blasphemy violence, leading to the death of five people (four in Paris and one in Copenhagen).

Blasphemy laws violate international standards of freedom of expression, religion, and belief, as defined by the United Nations. They have been condemned by several U.N. bodies, despite the fact that some U.N. member states publicly support anti-blasphemy laws.12 Across the Islamic region, supporters of criminalizing blasphemy argue that criticism of Islam is a variant of hate speech. Although hate speech laws are illegal in the United States, as they breach the First Amendment of the U.S. Constitution, they do fall under the scope of international law.13 However, while hate speech laws forbid speech that could harm the targeted individual, anti-blasphemy laws serve to protect the theology of the state, rather than its citizens. The focus is not on the need to protect the safety of in-

---


11. Contrary to France, Denmark does have a legislation in place against blasphemy, but it is rarely enforced.

12. Although some U.N. member states publicly support anti-blasphemy laws, several reports adopted by U.N. bodies contest their legality. For example, in General Comment 34 (a technical document tasked to clarify free speech standards outlined in Article 19 of the International Covenant on Civil and Political Rights), paragraph 48 states: “Prohibitions of displays of lack of respect for a religion or other belief system, including blasphemy laws, are incompatible with the Covenant, except in the specific circumstances envisaged in article 20, paragraph 2, of the Covenant... It would be impermissible for any such laws to discriminate in favour of or against one or certain religions or belief systems, or their adherents over another, or religious believers over non-believers. Nor would it be permissible for such prohibitions to be used to prevent or punish criticism of religious leaders or commentary on religious doctrine and tenets of faith.” “General Comment No. 34.” Human Rights Committee, United Nations, September 12, 2011, http://www2.ohchr.org/english/bodies/hrc/docs/gc34.pdf.

Also, the December 2013 report of the U.N. Special Rapporteur on freedom of religion or belief, Heiner Bielefeldt, states: “At the national level, blasphemy laws are counter-productive, since they may result in the facto censure of all inter-religious or belief and intra-religious or belief dialogue, debate and criticism, most of which could be constructive, healthy and needed. In addition, many blasphemy laws afford different levels of protection to different religions and have often proved to be applied in a discriminatory manner.” Heiner Bielefeldt, “Report of the Special Rapporteur on freedom of religion or belief (Focus: Tackling manifestations of collective religious hatred),” adopted by the General Assembly of the United Nations, December 26, 2013, https://documents-dds-ny.un.org/doc/UNDOC/GEN/G13/191/41/PDF/G1319141.pdf?OpenElement. See also Bielefeldt’s recommendation that “States should repeal any criminal law provisions that penalize apostasy, blasphemy and proselytism as they may prevent persons belonging to religious or belief minorities from fully enjoying their freedom of religion or belief.” In Heiner Bielefeldt, “Report of the Special Rapporteur on freedom of religion or belief (Focus: Freedom of religion or belief of persons belonging to religious minorities),” adopted by the General Assembly of the United Nations, December 24, 2012, http://www.ohchr.org/Documents/Issues/Religion/A.HRC.22.51_English.pdf. All of the annual reports by the Special Rapporteur on freedom of religion or belief can be found here: http://www.ohchr.org/EN/Issues/FreedomReligion/Pages/Annual.aspx.

In his 2012 report presented to the U.N. General Assembly, the U.N. Special Rapporteur on the promotion and protection to the right to freedom of opinion and expression, Frank La Rue, states that anti-blasphemy laws “are inherently vague and leave the entire concept open to abuse,” calling upon “all States to repeal anti-blasphemy laws and to initiate legislative and other reforms that protect the rights of individuals in accordance with international human rights standards.” Frank La Rue, “Report of the Special Rapporteur on the promotion and protection of the right to freedom of opinion and expression,” United Nations General Assembly, September 7, 2012, https://documents-dds-ny.un.org/doc/UNDOC/GEN/N12/501/25/PDF/N1250125.pdf?OpenElement.

individuals, which could be compromised as a result of the speech, but rather on the degree to which the words caused offense. With frequently vague wording, anti-blasphemy laws are open to whimsical interpretation and result in scores of abuses.\textsuperscript{14}

Accusations of blasphemy block ideas from spreading and stifle the oxygen needed for any society to breathe intellectually, to thrive culturally, and to develop democratically. Tolerating blasphemous speech can only strengthen the fabric of debate in society, and add a layer of nuance to people’s judgments through assertion, irony, humor, provocation, or satire. In prohibiting discussion of religious beliefs, anti-blasphemy advocates license states to determine which conversations on religion are admissible, and which are too controversial. However, pluralism requires peaceful expression of divergent views, with no fear of retribution or attack. In a context where governments can restrict freedom of expression at whim on the grounds of “insult to religion,” any peaceful expression of political or religious views is subject to potential attack. In a world where sectarian violence is growing, it is more important than ever to be able to talk about religion. The threshold of what is tolerable serves to quantify how resilient a society is towards debate and determine whether peaceful minority views are accepted in the public space.

The laws help majority viewpoints to triumph against those of dissenters, strengthening state positions as they weaken social cohesion and unity. Accusations of blasphemy create particular problems for adherents of minority faiths viewed as “heretical” by the majority or state-backed religious establishments. Religious freedom is seriously eroded when anti-blasphemy laws are used to contest beliefs. Religious minorities (as well as atheist thinkers) in Muslim majority countries are frequently targeted by these laws. For example, to be a Christian in Pakistan, a Copt in Egypt, a Baha’i in Iran, or an atheist in Bangladesh is to be vulnerable to allegations of blasphemy before even uttering a word.\textsuperscript{15} Muslims are also prominent victims, despite belonging to the majority religion in many states that criminalize blasphemy. Islamic intellectuals or religious thinkers who express different Quranic interpretations than the state or mainstream religious institutions are frequently persecuted. Others, such as those belonging to the Ahmadiyah sect in Indonesia and Pakistan for example, are also exposed to risk. Additionally, religious freedom advocates, as well as dissenting and reformist Muslims, are often targeted by such laws.

In states where blasphemy is considered a crime, accusations of blasphemy can have deadly consequences. In some countries, blasphemy is punishable by life imprisonment or death (e.g., Pakistan and Iran), while blasphemy accusations in other countries often lead to arbitrary arrests, imprisonment, and assaults (e.g., Egypt, Saudi Arabia, and Indonesia). Non-state actors also issue harsh punishments for blasphemy, such as ISIS; under the penal code it published in December 2014, blasphemy is punishable by death, even if the accused repents. It specifies retributions such as beheadings, crucifixions, lashings, and the severing of limbs.\textsuperscript{16}

In some Islamic states, mobs take it upon themselves to “uphold justice” by attacking those they believe to be guilty of blasphemy. Crowds have descended on towns, burned places of worship, looted homes, and killed and injured fellow citizens. Often, governments deny protection to those under assault or fail in their obligations to protect them.

Blasphemy laws can also be used as a personal weapon in unrelated petty conflicts. In a private argument between two neighbors or a dispute between business partners, for example, one party


can resort to accusing the other of blasphemy for intimidation purposes. The ease with which one may initiate a legal proceeding in some countries raises serious concerns about the fairness of any resulting trials.

Beyond the drastic human rights implications, anti-blasphemy activists can foment political instability when their arguments are used as tools to disrupt the political status quo. Manipulated by radical Islamists, who have an interest in imposing their vision on others to gain power, mobs enraged over reports of blasphemy may turn violent. This scenario has played out in Egypt, Pakistan, Tunisia, and Bangladesh. In these cases, hardliners used the concept of blasphemy to impose ever more restrictive interpretations of religion in their societies, at the expense of basic freedoms, and to fire up crowds in opposition to the alleged transgressions. The pattern is such that blasphemy cases tend to strengthen extremists, who use anti-blasphemy laws to target moderates.

Blasphemy laws also tend to empower conservative prosecutors and judges to impose harsh sentences, which is what has occurred in Saudi Arabia, Iran, Turkey, Indonesia, and Mauritania. In countries where the penalties are harsh, law-enforcement officials are emboldened to initiate arrests and investigations based on allegations of blasphemy. Beyond the argument that peaceful commentary around religion can serve pluralism and democracy, it can also serve as a barometer of the extent to which basic rights and freedoms are enshrined in law and implemented in practice. Enforcement of blasphemy laws can serve to measure if the state sanctions individuals who fuel extremism, and how the states’ law-enforcement and judicial systems operate. They indicate the level of free speech for citizens and the degree of respect for religious minorities or those with dissident views. In that respect, anti-blasphemy laws serve to measure a state’s democratic inclination or transition to democracy.

In June 2013, a study found that the Middle East and North Africa region had the highest restrictions on religious freedom in the world before the Arab Spring, and that most of those restrictions remained in place afterward, in some cases becoming even more severe.¹⁷ Set against the backdrop of rising sectarian hostilities, the question of blasphemy was raised during the transitional period of the Arab uprisings. During the Tunisian and Egyptian constitutional debates around their respective “springs,” the two governments approached the issue of blasphemy in very different ways. Unlike in Egypt, Tunisia’s new constitution did not outlaw blasphemy. Tunisia’s Ennahda party had initially sought such a provision, but its leader, Rached Ghannouchi, publicly stated on a trip to the United States, “Blasphemy is not a crime. Freedom of choice is very clear in the Quran; it says ‘let there be no compulsion in religion.”¹⁸ Tunisia’s new constitution sets a precedent for democratic transition in the Arab world, whereas Egypt moved in the opposite direction, first under Mohammed Morsi, and then with greater enforcement of its provision in the penal code and a higher rate of convictions under President Abdel-Fattah el-Sissi, not least against social media users.


Religious speech and technology: Individuals caught in the crossfire

Whether online or offline, high-profile allegations of blasphemy have affected foreign relations. The use of technology has raised new policy stakes for relations between the U.S. and the Muslim world. In the digital age, verbal expressions that were once limited to the immediate geographic vicinity are now broadcast at lightning speed. A video can go viral not only when it is considered entertaining or informative but also when it triggers shock, anger, or hatred. On the Internet, people’s reactions and emotions spread in seconds. Reactions are also often stronger, as it is easier to type a few inflammatory words on a screen than to acknowledge responsibility for such discourse articulated in front of a person. Speech online, unaccompanied by the context of gestures, facial expressions, or contextual commentary, can accelerate a sense of urgency or chaos.

The anarchic aspect of the Internet is essential to its spirit. Critique of religion should be able to flow on the web without discrimination, as long as it respects the thresholds mapped out in international law. The problem in the case of blasphemy is that online speech has created new opportunities for persecution by repressive regimes reasserting power. In that respect, the Internet has created the illusion of freedom for citizens in non-democratic states, where users feel empowered to openly voice opinions, without anticipating the consequences that they know would unfold offline.

Despite the illusion, not everyone is born equal on the web. According to Freedom House’s Freedom on the Net 2014 report, social media users are among of the main targets of repression, as governments increasingly police the digital realm. The report affirms that nowhere is this “more prevalent than in the Middle East and North Africa. Of the 11 countries examined in the region, 10 featured detentions or interrogations of Internet users during the coverage period. Dozens of social-media users were arrested in Bahrain, Saudi Arabia, and the United Arab Emirates, with many sentenced to jail terms of up to 10 years. Despite their high levels of access, the countries of the Persian Gulf remain some of the most restrictive for online freedom of expression.”

Allegations of blasphemy fit into that pattern. For example, as of 2012, at least 17 nations (9% worldwide) have police enforcing religious norms. In the Middle East and North Africa, roughly one-third of countries (35%) do. In December 2014, it was reported that the 10,000-officer-strong Saudi religious police corps (formally known as the Commission for the Promotion of Virtue and the Prevention of Vice) had opened a new technology department to monitor social media. One branch of the new department addresses complaints filed by citizens, while another directly monitors web activity and content. A spokesman claimed that the unit had already “played a major role” in closing down more than 10,000 Twitter accounts and that several people had been arrested for online “religious and ethical violations.”

---

19. This report provides a sample of cases where allegations of blasphemy intertwine with social media. But there are scores of abuses—even atrocities—that occur offline, too. For example, in 2014, a Sudanese mother was sentenced to 100 lashes and death by hanging for converting from Islam to Christianity. In Pakistan, an angry crowd beat a Christian couple to death after being accused of desecrating a Quran. In December 2014, a self-declared police force loyal to the Islamic State decapitated four men in western Syria after accusing them of blasphemy. In March 2015, an angry mob in the center of Kabul killed a woman and set her body on fire for allegedly burning a copy of the Quran.

20. Incidents of blasphemy when violence and diplomatic tensions arose between the United States and the Islamic world include: in September 2005, 12 editorial cartoons depicting the Prophet Muhammad were published in the Danish newspaper Jyllands-Posten. In 2010, a Florida pastor burned copies of the Quran. In 2012, U.S. soldiers stationed at the Bagram Air Base in Afghanistan burned Islamic religious material.


Since 2012, accusations of blasphemy on the Internet have increased. In 2014 alone, there were web-related blasphemy cases in Egypt, Iran, Pakistan, Saudi Arabia, and Turkey. Many such stories have not been covered in the English-speaking media, while some are missed entirely by the press. Through the stories presented below, patterns emerge. Often, governments track down users who have posted their beliefs on a website, leading to unjustified arrests and prosecutions. Sometimes the victims deny the authenticity of the page and claim that their profiles were tampered with. Often the nature of the arrests are vague, creating an atmosphere of fear and uncertainty in which Internet users are not sure of their rights and can be accused at any moment of committing blasphemy. People don’t know what they can or cannot say online. In the best case, the result is self-censorship.

Bangladesh

In November 2013, a post on Facebook containing a religious insult led to violent attacks on a Hindu community in Pabna district. Mobs attacked, ransacked, and torched at least 35 houses, three temples, and 15 businesses following rumors that Rajib Saha, a Hindu boy from Sahaparha, had slandered the Prophet Muhammad on his Facebook page. Similarly, in Ramu in September 2012, thousands of rioters torched 22 Buddhist temples and houses in reaction to a tagging of an image depicting the desecration of a Quran on the timeline of a fake Facebook account under a common Buddhist male name.

Since the start of 2015, three bloggers have been hacked to death in Bangladesh. They were all known for their secular and anti-fundamentalist writing. In February, Avijit Roy, a U.S-Bangladeshi blogger was hacked to death with machetes by assailants in Dhaka. His wife was also hurt. Roy’s writings on religion had angered Islamist hardliners, and he had received threats after publishing articles promoting secular views on his Bengali-language blog, Mukto-Mona (Free Mind). He had also defended atheism in a recent Facebook post, calling it a “rational concept to oppose any unscientific and irrational belief.”

Weeks later, another blogger known for his atheist views was stabbed in Dhaka: Washiqur Rahman, 27, died of serious injuries inflicted in the assault. Vocal against religious fundamentalism, he also used to write a satirical column on Facebook against believers, according to press reports. In the third attack on bloggers, Ananta Bijoy Das, known for advocating science and secularism, was attacked and killed by masked men. He had also collaborated with the website Mukto-Mona and had been critical of religious fundamentalism and of previous attacks on secular thinkers.

The list of victims goes on. In August 2015, Niloy Neel was killed by a group of six men armed with machetes who tricked their way into his home. In October 2015, Faisal Arefin Deepan, a Muslim publisher of secularist books (including those of Avijit Roy) was killed by machete-wielding assailants at

---

24. Or at least, the media coverage of cases has increased in the English speaking media. While this report focuses on the large majority of cases within the Islamic world, the media has also reported incidents in the non-Islamic world. For example, in March 2015, a bar manager from New Zealand and two Burmese men were sentenced to two years in prison in Myanmar for posting an image online of the Buddha wearing headphones as part of an effort to promote an event. See Wai Moe and Austin Ramzy, “Myanmar Sentences 3 to Prison for Depicting Buddha Wearing Headphones,” The New York Times, March 17, 2015, http://www.nytimes.com/2015/03/18/world/asia/myanmar-sentences-3-to-prison-for-defaming-buddhism.html?_r=2.


27. Cases used in this paper have been recorded through July 2016. At the time of publication, some stories may need to be updated.


his Jagriti Prokashoni publishing house.33 The same day, three others—Ahmedur Rashid Tutul, Tariq Rahim, and Ranadipam Basu—were shot but survived. In April 2016, Nazimuddin Samad, a student, was killed by several suspected Islamic extremists while returning home from class.34 Xulhaz Mannan, senior editor of Bangladesh’s first LGBT magazine, and Tanay Fahim, a fellow LGBT rights activist, were stabbed to death in Mannan’s home.35 Rezaul Karim Siddique, an English professor who founded a music school and edited a literary magazine, was hacked to death on his way to work.36

Egypt

In 2012, a juvenile court sentenced 17-year-old Gamal Abdou Massoud to three years in jail for allegedly insulting Islam on his Facebook page.37 Bishoy Kamel Garas, a Coptic Christian teacher from Egypt, was arrested and detained by authorities for posting blasphemous cartoons on Facebook. The court sentenced Kamel to six years of prison. While he admitted to managing the page in question, he said he did not control what others posted there. He refuted the charges against him, claiming that his Facebook account had been hacked. In April 2016, he was proven innocent after having served over half of his six year sentence.38 Alber Saber was arrested on charges of blasphemy for having posted the “Innocence of Muslims” YouTube ‘trailer’ on his Facebook account. Saber called the police when an angry mob gathered outside his house accusing him of insulting Islam. In December 2012, he was sentenced to three years in prison for insulting religion. He was released from jail a few days later.39

An investigation was initiated against Maikel Nabil Sanad, who was accused of insulting Islam by expressing his atheistic beliefs on his Twitter account. In June 2014, Kerolos Shouky Atallah, a Christian Egyptian convicted for “liking” a Facebook page run by formerly Islamic converts to Christianity, was sentenced to six years in prison, shocking the Coptic community and other Facebook users.40 In October 2014, Fatima Naoot, a writer, was charged for contempt of the Islamic religion and mockery of an Islamic ritual after having published a note on her Facebook page criticizing the traditional sacrifice of animals during Eid al-Adha. The trial started on January 28th, 2015.41 That month, student Karim Ashraf Mohamed al-Banna was sentenced to three years in prison on blasphemy charges for announcing on Facebook that he was an atheist, and was thereby considered to have “insulted Islam.” The 21-year-old was arrested in November 2014 with a group at a cafe in Cairo.42 He was released on bail after having spent 55 days behind bars.43

In February 2015, Sherif Gaber was given a one-year prison sentence for contempt of religion relating to his activities on campus and atheist statements online. In 2013, he was reported to have made posts supporting atheism on Facebook, and suspected of being behind a page called “The Atheists.” Subsequently, the university’s then-president (Mohamed A. Mohamedein) filed a legal complaint against the student to the local prosecution on the grounds of contempt of religion. Gaber can avoid the prison sentence on a bail of 1,000 Egyptian Pounds, but a retrial could increase his prison sentence to over two years.45

According to one press article, 24-year-old Michael Mounir Bishay was threatened by local extremists who accused him of sharing a video on Facebook of two Muslim sheikhs discussing a controversial religious issue. Protesters mobbed his family home and threatened to burn it down. Police then arrested him. 46 Beshay remains in custody, awaiting his fate.47 In May 2015, police arrested five Coptic Christian children after angry mobs accused them of blasphemy for being featured in a prayer video with their Coptic teacher, showing them making fun of the Islamic State.48

Indonesia

In June 2012, Alexander Aan was sentenced to two-and-a-half years of prison for stating on his Facebook account that God did not exist. Before he was arrested, he was beaten up by an angry mob that called for his beheading. After over a year in prison, during which there was intense international campaigning on his behalf, he was released.49

Iran

In May 2014, a court sentenced eight people to a combined 123 years in prison for various offenses, including insulting the country’s supreme leader on Facebook. The Cyber Unit of the Revolutionary Guard had arrested them the previous year. The individual prison sentences ranged from seven to 20 years for such crimes as blasphemy, spreading lies, and insulting Supreme Leader Ayatollah Ali Khamenei.50 In September 2014, an Iranian blogger, Soheil Arabi, was found guilty of insulting the Prophet Muhammad on Facebook and sentenced to death. Arabi had kept eight Facebook pages under different names on which he admitted to posting material insulting to the Prophet. Soon after Arabi’s sentence, a Facebook page protesting the decision was set up and gained significant attention, receiving more than 2,400 “likes.”51 Nevertheless, the Iranian Supreme Court upheld the sentence in November 2014.

In October 2015, Iranian award-winning filmmaker Keywan Karimi, whose work focuses on modern life and political expression in the Islamic Republic, was sentenced to six years in prison and 223 lashes, on charges that include “insulting Islamic sanctities.” Despite the government’s presumed détente with the West over its nuclear program, many artists and journalists continue to be imprisoned on multiple grounds. Although the charges invoked are not consistently specified as insulting to Islam, they are linked to “obscene behavior” and “hurting public chastity.” For example, in one case six Iranians were arrested and given a suspended sentence of 91 lashes and six months in prison for

---

what authorities deemed “obscene behavior” when they appeared in a video singing along to Pharrell William's hit song “Happy.”

(After international campaigning, they were subsequently released).

In February 2016, it was reported that members of the Iranian metal band, Nikan Siyanor Khosravi and Khosravi Arash Chemical Ilkhani were jailed and face execution for blasphemy. Both men were arrested by the Army of the Guardians of the Islamic Revolution for promoting music considered to be Satanic, writing anti-religious lyrics, and granting interviews to forbidden foreign radio stations. They could face a minimum of six months to six years in prison, and if found guilty of the blasphemy charge, they could be executed.

Kuwait

In June 2012, Hamad Al Naqi was sentenced to ten years in prison for posting blasphemous remarks on his Twitter account. Naqi was accused of insulting the Prophet Muhammad’s wife Aisha and his compatriots, and of mocking Islam, provoking sectarian tensions, insulting the rulers of Bahrain and Saudi Arabia, and misusing his mobile phone to spread his remarks. Naqi denied the accusations and said that his Twitter account had been hacked.

In November 2013, Musab Shamsah was sentenced to five years in prison for a Twitter comment about Sunni/Shia theology. His lawyer said that he had deleted the tweet ten minutes after publishing it, and clarified what he had meant in two subsequent tweets.

In April 2016, Sheikha al-Jassem, a prominent philosophy professor at Kuwait University, was charged with blasphemy after an interview she gave on TV on the question of the rise of Islamic extremism. She had asserted that the constitution of Kuwait should be above the Quran and Islamic law in governing the country.

Mauritania

In April 2016, an appeals court upheld the death sentence on charges of apostasy of convicted blogger Mohamed Cheikh Ould Mohamed M'khaitir, who was arrested in January 2014, after having posted an article on the Aqlame newspaper’s website that was deemed blasphemous towards the Prophet Muhammad. The case will now be referred to the Supreme Court. According to reports, the article criticized Mauritania’s caste system and compared the issue of marginalization to Prophet Mohammed’s treatment of the Jews of the Hijaz. M’khaitir also allegedly challenged the Prophet’s decisions during the holy wars.

Pakistan

Rashid Rehman, a human rights lawyer, was shot dead in May 2014 for defending a university lecturer, Junaid Hafeez, who had been accused of insulting the Prophet on Facebook. Rehman had received death threats and asked the police to provide him with security, but the police declined to do so. In 2013, a student affiliated with Islami Jamiat Talaba, a wing of the Jamaat-i-Islami party, had accused Hafeez of insulting the Prophet Muhammad on Facebook. Students soon held a protest calling for Hafeez’s execution, and the police registered a case.

60. Ibid.
In July 2015, two Christians brothers accused of posting disrespectful content on their website were arrested for blasphemy and face the death penalty. According to press reports, after four years on the run abroad and at home Qaisa and Amoon have been imprisoned in Lahore. The case was registered in relation to personal accusations dating back to 2011.  

In November 2015, an anti-terrorism court jailed a Shia Muslim for 13 years after he posted hate speech on Facebook. Saqlain Haidar was also fined for “posting hateful material against companions of the Prophet Muhammad (pbuh).” In what appears to be two separate charges according to media reports, this case demonstrates well the conflation of two accusations, where on one hand, the victim was charged with inciting sectarian hatred under the anti-Terrorism Act, and on the other hand, accused of posting hateful messages against companions of the Prophet on Facebook.

In December 2015, it was reported that a Christian family fled its home in Islamabad after the mother mentioned an anti-Muslim video that had been posted on Facebook. The woman owed her Muslim neighbor money (about $115 USD) and during an argument about the debt, he accused her of not respecting his religion. She shared a video on Facebook arguing that Christians respect Muslims more than the rest of the world. Her husband was beaten before managing to get away with their family, which is now in hiding.

**Saudi Arabia**

The journalist Hamza Kashgari was accused of blasphemy after he posted a string of tweets in which he imagined himself speaking with the Prophet Muhammad. In February 2012, he fled to Malaysia in the hopes of traveling on to New Zealand. Within hours, tens of thousands of people responded on social media to Kashgari’s tweets, calling for his punishment; on a single Facebook page, over 12,000 people called for his execution. On orders of Saudi Arabia’s King Abdullah, Kashgari was arrested and returned home. The public prosecutor in Jeddah reportedly said that he planned to bring charges against Saudis who “supported or encouraged Kashgari’s stance” on Twitter.

Raif Badawi was also convicted of blasphemy when he created a website dedicated to fostering debate on religion and politics. Originally sentenced to seven years in prison and 600 lashes in 2013, he was resentenced in September 2014 to “10 years in prison, separated from his wife and children; 1000 lashes, given in installments of 50 lashes every week, in public; a 10-year travel ban after his prison sentence; and a massive fine.” He received his first 50 lashes after the Friday prayers on a public square in Jeddah in January 2015.

According to news reports, an Islamic court sentenced a man (unnamed) to death for renouncing his Muslim faith, in February 2015. The man, in his 20s, had posted an online video ripping up a copy of the Quran, and hitting it with a shoe. In other news reports, religious police arrested an Indian man (unnamed) for “liking” an offensive Hindu picture on Facebook. The arrest was made after a Saudi national who felt offended by the picture reported it to the country’s Commission on religion and politics. Originally sentenced to seven years in prison and 600 lashes in 2013, he was resentenced in September 2014 to “10 years in prison, separated from his wife and children; 1000 lashes, given in installments of 50 lashes every week, in public; a 10-year travel ban after his prison sentence; and a massive fine.”


for the Promotion of Virtue and the Prevention of Vice (Haia). The image showed the Kaaba, Islam’s holiest site, being replaced with Hindu religious symbols. The man was arrested on cyber crime charges. Press reports note that the suspect admitted the social network page was his, but said that he had seen a link to the picture on another account and that he had to click “Like” to view the image, which was then automatically posted on his account.

In February 2016, a Saudi court overturned the death sentence of Ashraf Fayadh, a Palestinian poet convicted of apostasy. Instead of being beheaded, he has now been sentenced to eight years in prison and 800 lashes, which are to be carried out in 16 sessions. Prosecutors charged him with a host of blasphemy-related charges, including: blaspheming “the divine self” and the Prophet Muhammad; spreading atheism and promoting it among the youth in public places; mocking the verses of God and the prophets; refuting the Quran; denying the day of resurrection; objecting to fate and divine decree; and having an illicit relationship with women and storing their pictures in his phone.

**Tunisia**

Two young atheists, Jabeur Mejri and Ghazi Beji, were sentenced in March 2012 to seven-and-a-half years in prison for Facebook postings that were judged blasphemous. Mejri faced trial in court, while his friend Beji was convicted in absentia. After serving nearly two years in prison, Mejri was pardoned by Tunisian President Moncef Marzouki and released.

**Turkey**

A trial was brought against the pianist Fazil Say for blasphemous tweets, alarming the artistic community. He was given a suspended ten-month jail term, but in October 2015, Turkey’s Supreme Court of Appeals reversed the sentence. In May 2014, a Turkish court handed a 15-month jail term to a teacher over Twitter posts deemed religiously offensive. The man, identified as Ertan P., allegedly insulted Islamic values with his Twitter handle. In October 2014, a Turkish woman was arrested on suspicion of blasphemy after she posted a photo on Twitter of red-stilettoed feet standing on the Quran. She was released after questioning. In January 2015, a Turkish court ordered Facebook to block a number of pages deemed insulting to the Prophet Muhammad, threatening to stop access to the whole social networking site if it did not comply.

**United Arab Emirates**

An Indian employee in Dubai under the initials S.G. is being prosecuted after posting a blasphemous status on his Facebook page, in which he curses the Prophet Muhammad and Islam. In April 2015, prosecutors sought a seven-year imprisonment and a fine of 1 million Emirati Dirham, which is the toughest punishment applicable against the defendant, who breached the cyber-crime law.

---

In March 2016, an Emirati security official was accused of blasphemy for publicly insulting Christianity during a Christmas party held at the end of the year. The incident was recorded by an Egyptian hotel manager, who forwarded it on WhatsApp to his Sudanese colleague. The footage was then posted on Instagram. When the Emirati security agent complained that his privacy had been breached by the decision to post the clip on social media, the Egyptian and Sudanese hotel staffers were in turn accused of breaching privacy and committing blasphemy, given that they used social media “to disdain Christianity.”

Cross-border repercussions, diplomatic strains

‘Everyone Draw Muhammad Day’: When Facebook was blocked

Consecutive episodes of “Everybody Draw Muhammad Day” have illustrated over the years how blasphemy can be used as a motive for systematic censorship. Initially held in May 2010, the event was intended to support satiric expression and to oppose the death threats targeting Trey Parker and Matt Stone, co-creators of the U.S. animated television show South Park, for depicting the Prophet Muhammad in one of the program’s episodes. A Facebook page promoting “Everybody Draw Muhammad Day” was created, which quickly drew over 100,000 participants. A counter-initiative attracted slightly more supporters.78

In May 2010, a judgment from Lahore High Court ordered the Pakistan Telecommunication Authority (P.T.A.) to block the entire Facebook website for thirteen days. Days later, the ban was extended to include YouTube due to “blasphemous content”; access to Wikipedia and Flickr was also restricted.79 Facebook announced that it was “very disappointed” with the ban and said that it was “analyzing the situation and the legal considerations” to take appropriate action.80 Pakistan’s Deputy Attorney General then launched a criminal investigation against Facebook CEO and Founder Mark Zuckerberg, which under local laws could lead to a death sentence. (The judicial proceedings were unfounded—Facebook’s CEO could not be tried given that he is not a Pakistani citizen). Meanwhile, Pakistan lodged an official complaint with the U.S. State Department, and its Ambassador, Husain Haqqani, raised the issue with U.S. Special Representative for the region, Richard Holbrooke. The embassy urged the U.S. government to “take effective measures to prevent, stop or block this blasphemous contest immediately,” arguing that, according to the laws of commerce, Facebook was under the legal jurisdiction of the United States.81 Finally, on May 31, 2010, the ban on Facebook was lifted, one day after Bangladesh imposed its own ban.82 Emboldened by Pakistan’s uncompromising stance, the acting chair of the Bangladesh Telecommunications Regulatory Commission stated that access to Facebook would be re-opened only when the “pages that contain the obnoxious images” had been erased.83

The unilateral blocking of Facebook by Pakistan and Bangladesh put Internet companies on notice for future government attempts to block services based on allegations of blasphemous content. Ever since the shutdown, Facebook has complied with censorship requests and blocked content in countries where blasphemy is illegal, even when such content does not violate its community standards.84 Clearly, Facebook prefers to impose content restrictions, rather than subject itself to erratic governmental blackmail or shutdowns.

Four years later, press reports confirm that the Pakistani government has stepped up its censorship efforts, with a 968% increase in the number of pieces of content restricted in the first six months of 2014, compared to similar requests made in the second

half of 2013. According to a Facebook report covering the first six months of 2014, 1,773 pieces of content were restricted. By contrast, access was restricted to just 166 pieces of content in the second half of 2013.\(^\text{85}\) It has also been reported that the P.T.A. has blocked over 64,000 websites, 14,000 of them on the grounds of blasphemy.\(^\text{86}\)

‘Everyone Draw Muhammad Day’: A turning point for Twitter?

The cartoon competition of “Everyone Draw Muhammad Day” also had an impact on Twitter. When the event was held in 2012, a “high-level decision” was made by the Pakistani government to shut down Twitter for about eight hours, prompted by the social networking service’s refusal to remove content considered blasphemy.\(^\text{87}\) That same year, Twitter decided that it would, in certain cases, take down content on a country-by-country basis (as opposed to across its global network) in an attempt to ensure that governments would not block it entirely. “If we receive a valid and properly scoped request from an authorized entity, it may be necessary to reactively withhold access to certain content in a particular country from time to time,” Twitter announced.\(^\text{88}\) The decision was strongly criticized by free speech activists and Twitter’s reputation for promoting free expression was damaged. The company committed to record all the blocked tweets at the Chilling Effects Clearinghouse,\(^\text{89}\) a U.S. website that tracks down the traces of content blocked by online censorship.\(^\text{90}\)

Two years later, in May 2014, its new policy was put to the test in Pakistan when the P.T.A. asked Twitter to block several tweets that it declared were offensive to the religious feelings of Pakistani Muslims. Twitter complied with the request, again arguing that it was a lesser evil to block specific tweets that might violate local laws than to have the entire site blocked in a given country.\(^\text{91}\) One month later, however, the company reviewed the request and defiantly unblocked the content (23 accounts and 15 specific tweets).\(^\text{92}\) “In the absence of additional clarifying information from Pakistani authorities, we have determined that restoration of the previously withheld content is warranted,” Twitter stated.\(^\text{93}\)

Twitter’s 180-degree reversal, which followed an international campaign opposed to its original compliance with the P.T.A., as well as considerable media coverage of the story, shows that it is ready to resist government censorship requests. This case demonstrates just how much corporate policy in this area is still a work in progress, how decisions can change, and where the rules are yet to be firmly established.

“Innocence of Muslims”: When a YouTube video sparked deaths and an international diplomatic crisis

The most emblematic case of blasphemy in the digital age may well be that of the video “trailer” “Innocence of Muslims,” which was released on the U.S.-based YouTube website in 2012. The plot tells the story of a corrupt man who founds Islam and goes on a frenzied rampage in the ancient Middle East. The scope of the damage it caused in both human casualties and diplomatic tensions was unprecedented for an online clip. The crisis prompted a domino effect of mass protests

---

86. Obaid Abbasi, “Over 60,000 websites were blocked by PTA,” The Express Tribune, January 20, 2015, http://tribune.com.pk/story/824865/over-60000-websites-were-blocked-by-pta/.
89. Chilling Effects is a collaborative network to protect lawful online activity. It allows users to submit content to the site and to receive information about their legal rights and responsibilities. https://www.chillingeffects.org.
around the Muslim world, many of which turned violent, causing deaths and political unrest. In fact, no other video, article, or other piece of content has set off anywhere near the same level of international reaction. It’s hard to quantify the number of casualties caused by the riots as press reports differ widely, but estimates indicate that dozens died and hundreds were injured.

Public perceptions in the United States versus those in the Muslim world swiftly became polarized after the fourteen-minute video started circulating on the Internet in September 2012. For many Western viewers, the trailer was amateurish, blatantly designed to offend Muslims, and undeserving of the attention it deliberately sought. As offensive as the video was, a point which officials at the highest levels repeated incessantly, the U.S. administration considered the video a form of free speech protected under the U.S. Constitution’s First Amendment. In line with the longstanding U.S. tradition of counter-speech, leaders spoke up to condemn the content of the video.

In the Islamic world, the trailer was seen as criminally offensive and denigrating to the Prophet Muhammad. Beyond its detestable, anti-Islamic nature, the film was perceived as a Western incitement to hatred against Muslims. Member governments of the Organization of Islamic Cooperation (O.I.C.) called for the video to be banned. Some, seeking to take advantage of popular anger, turned a blind eye to the violence caused by it. Some repressive regimes suspected that the U.S. government was behind the video. After all, wasn’t a company that would allow the posting of such content online acting as a mouthpiece for its own government?

It is impossible not to note the glaring paradox that the ISIS footage depicting savage crimes committed against Muslims, in the name of Islam, has not caused nearly the same sort of uproar in the Muslim world. Multiple videos of beheadings and the burning alive of a Jordanian pilot earlier in 2015 were quickly censored by Google, but the idea of them being available online did not elicit half as much offense. Many rioters who took to the streets to protest the “Innocence of Muslims” had not even viewed the trailer, but the idea of Western contempt of Muslims was enough to prompt them to action.

The gap in the reactions to the ISIS videos and the trailer suggests that the anger toward the latter was nurtured to benefit extremist interests. In fact, the “Innocence of Muslims” clip was initially uploaded to YouTube in July 2012 in English, and seldom viewed. Two months later, it was translated into Arabic. It only picked up momentum when it appeared on a blog run by an Egyptian-American lawyer named Morris Sadek, who was known to be a strident critic of Islam and who posted a photo of himself alongside Terry Jones, the Florida pastor infamous for having burned copies of the Quran. According to one press report, a broadcast on the Egyptian channel Al-Nas, during which a scene from the trailer was aired, was the tipping point. “Within 48 hours of Al-Nas’s broadcast, hundreds of protesters were climbing the walls of the United States embassy in Cairo in protest, and an armed mob was setting fire to the (U.S.) consulate in Benghazi.”

By the second week of September 2012, riots were erupting in many parts of the Muslim world, a chain reaction that included Egypt, Libya, Yemen, Sudan, Tunisia, Pakistan, Indonesia, Afghanistan, and Lebanon. The violence developed into a serious national security threat for the United States. Despite many peaceful protests, which were not often picked up by the media, the global story became one of chaos.

97. Ibid. Today, there is a broad consensus that the Benghazi assault was a pre-planned terrorist attack that was not linked to the film.
The chronology of violence around the “Innocence of Muslims”

The first string of protests started in Egypt, on September 11, 2012, and continued for four days in Cairo. Opponents climbed over the U.S. embassy wall and replaced an American flag with a black Islamist one. A rally outside the U.S. Embassy in Cairo had originally been announced on August 30th by Jamaat al-Islamiyya (listed as a terrorist organization by the United States), to call for the liberation of its leader, Sheikh Omar Abdel Rahman. Once the trailer started circulating, Salafists in Egypt took advantage to attract crowds around the U.S. embassy.

In Yemen, security forces used water cannons to repel crowds after protesters stormed the U.S. embassy grounds in Sana’a. At least five Yemenis were killed. An American flag was torn down and vehicles set on fire. The Pentagon sent 50 Marines to secure the compound.

In Sudan, thousands of protesters in Khartoum stormed the German embassy and set the building on fire. People also gathered at the American and British embassies, and the police used tear gas to disperse the crowd. Three people were killed during the riots.

In Tunisia, four people were killed and 46 were injured during clashes in Tunis when demonstrators breached the American Embassy. A nearby school serving expatriate families was ransacked. All staff members of the embassy and the school were evacuated. The diplomatic staff at the U.S. mission in Tunis was subsequently reduced, affecting its operational activities in the midst of the Tunisian Spring, when U.S. programming was most needed. To this day, the collateral damage of this incident is felt within the embassy: the State Department has still not restored it to its full capacity.

In Pakistan, at least 15 people died in Peshawar and Karachi alone, and 78 were injured according to the most moderate estimates. Mobs attacked banks, churches, cinemas, government buildings, and shops. About 60,000 to 70,000 people protested in Mardan. Police officers held off a convoy of protesters at the U.S. consulate in Karachi, while rocks were hurled at the U.S. consulate in Lahore. One hundred children in Karachi chanted “Death to America” and “Any friend of America is a traitor” in the presence of their teachers. The Pakistani authorities announced a public holiday to let people protest, during which tens of thousands of Pakistanis took to the streets across the country. Property worth billions of rupees was destroyed.

---

99. In Libya, the American ambassador and three of his staff members were killed during an attack on the U.S. diplomatic mission in Benghazi, when a mob stormed into the compound. At the time of the attack, the role of the video in stirring the planned terrorist assault was heatedly debated in the United States, and the Obama administration was criticized for initially linking the attack to the trailer in public statements. Today there is a broad consensus that the assault was a pre-planned terrorist attack that had little if anything to do with the film.


106. Ibid.


In **Indonesia**, 500 Islamists threw rocks and bricks at the U.S. embassy in Jakarta where the Islamic Defenders Front (FPI) and Majelis Mujahideen Indonesia reportedly led the protest. At least ten police were rushed to the hospital and one protester was hospitalized. There were also protests in Medan and Bandung. In Java, protesters stormed Kentucky Fried Chicken and McDonald’s restaurants. One month later, Indonesian police, who arrested eleven people suspected of planning attacks on domestic and foreign targets, including the U.S. embassy, said that anger at the “Innocence of Muslims” video was among the motives behind the failed terror plot.

In **Afghanistan**, demonstrations in Kabul turned violent. Protesters burned tires and set fire to cars and shipping containers. A crowd of around 1,000 people gathered, from which gunmen opened fire at police. The officers did not return fire. “Between 40 to 50 policemen were ‘very slightly wounded’ by stone throwers.”

In **Lebanon**, protesters set fire to fast food restaurants in Tripoli. One person was killed and at least two dozen were injured.

In addition, 10,000 Bangladeshis marched in Dhaka, 3,000 Iraqis protested in Basra and 2,000 Sri Lanks rallied in Colombo.

There was fundamental disagreement, however, on what caused the security threat. For O.I.C. states, the video’s hateful message was responsible for causing the violence, and was an example of how Western hatred against Muslims was destabilizing the world. According to their perspective, criticism of religion in the video did directly incite violence. In the worldview of the O.I.C. states, the offensive nature of the video justified the riots. For the United States and Western liberal democracies generally, the level of violence that ensued in response to the video was unjustifiable in all circumstances.

Other O.I.C. leaders took to the floor to condemn the video, including President Susilo Bambang Yudhoyono of Indonesia, who said that anger at the “Innocence of Muslims” video was among the motives behind the failed terror plot.

---


114. President Obama said: “There is no speech that justifies mindless violence. There are no words that excuse the killing of innocents. There’s no video that justifies an attack on an embassy. There’s no slander that provides an excuse for people to burn a restaurant in Lebanon, or destroy a school in Tunisia, or cause death and destruction in Pakistan. In this modern world with modern technologies, for us to respond in that way to hateful speech empowers any individual who engages in such speech to create chaos around the world. We empower the worst of us if that’s how we respond. More broadly, the events of the last two weeks also speak to the need for all of us to honestly address the tensions between the West and the Arab world that is moving towards democracy.” To view the full speech, see: https://www.youtube.com/watch?v=Q_jBilki-I. For the transcript from the White House: http://www.whitehouse.gov/the-press-office/2012/09/25/remarks-president-un-general-assembly.

Some called for a global code to criminalize blasphemy. The timing of such statements was unfortunate: inflammatory rhetoric diffused on TV channels around the world clearly weakened the credibility of a consensus resolution adopted at the United Nations only 18 months prior, calling on states to fight religious intolerance without criminalizing speech. After decades of deadlock, the fragile compromise reached between the United States and the O.I.C. was on the verge of collapse. But, despite the heated words during the General Assembly, the textual consensus finally prevailed.

Unlike “Everyone Draw Muhammad Day,” in which Facebook was the principle object of attacks, the U.S. government was targeted as the principle offender in the case of “Innocence of Muslims.” Still, YouTube (owned by Google) was rapidly caught in the crossfire. At the time, it stated: “We work hard to create a community everyone can enjoy and which also enables people to express different opinions. This can be a challenge because what’s OK in one country can be offensive elsewhere. This video—which is widely available on the Web—is clearly within our guidelines and so will stay on YouTube.”

In a transparency report covering the second half of 2012, Google explained that it had received inquiries from 20 countries concerning the clip: Australia, Bangladesh, Brazil, Brunei, Djibouti, Egypt, India, Indonesia, Iran, Jordan, Lebanon, Malaysia, the Maldives, Pakistan, Russia, Saudi Arabia, Singapore, Turkey, the United Arab Emirates, and the United States. “Australia, Egypt and the United States requested that we review the videos to determine if they violated our Community Guidelines, which they did not. The other 17 countries requested that we remove the video.” The U.S. request came directly from the White House, indicating how high up in government the concern had risen.

Google reported that it had blocked the “Innocence of Muslims” video from view in Indonesia, India, Jordan, Malaysia, Russia, Saudi Arabia, Singapore, and Turkey, thus responding to eight out of the 17 government requests (47%). “Due to difficult circumstances,” the company stated, “[we also] temporarily restricted videos from view in Egypt and Libya,” after assessing the likelihood of imminent violence in those countries due to the trailer’s availability. The next section of this paper will discuss the range of reasons potentially involved in the decision-making process that led to the video being taken down in some of the requesting countries but not in others.

In February 2014, Google removed the film from its U.S. service. This action resulted from a lawsuit filed against YouTube and the producer of the film by one of the actresses who claimed that she was duped into providing an artistic performance that,

---

123. Transparency reports of Internet companies disclose on a regular basis data a range of statistics, which include among other information, requests for user data and content.
once aired, led to serious threats against her life.\textsuperscript{126}
A YouTube search for the video in the United States
during the lawsuit resulted in this message: “A U.S.
Court has ordered Google to remove the video. We
strongly disagree with this copyright ruling and
will fight it.” In May 2015, a federal appeals court
overturned the order, allowing the video to again be
posted online.\textsuperscript{127}

\textsuperscript{126} Elizabeth Landau and Miguel Marquez, “Google ordered to remove anti-Muslim film from YouTube,” CNN,

\textsuperscript{127} Bill Chappell, “Google wins copyright and speech case over ‘Innocence of Muslims’ video,” NPR, May 18, 2015,
http://www.npr.org/sections/thetwo-way/2015/05/18/407732594/google-wins-copyright-and-speech-case-over-inno-
cence-of-muslims-video.
Censorship and surveillance: What can be done to protect Internet users accused of blasphemy?

Blasphemy is but a drop in the ocean when it comes to broader questions around Internet freedom. What distinguishes it is the potency with which allegations of blasphemy can be used to weaken free speech standards, undermine diplomatic relations between the Western and Muslim worlds, and deepen cultural tensions between large segments of the global population. The tech industry cannot prevent violent riots from breaking out when commentary around religion creates controversy. Nor is it responsible for arbitrary government arrests or imprisonment. Still, policies in place can tip the balance to better protect users from state-led intrusion or human rights abuses.

As discussed in the cases of “Everyone Draw Muhammad Day” and “Innocence of Muslims,” Facebook and YouTube/Google effectively faced blackmail when authorities threatened to block their entire services if the blasphemous pages were not removed. These patterns continue. For example, YouTube was banned for three years in Pakistan, until the government lifted the ban in January 2016. To achieve that result, Google launched a localized version of YouTube in Pakistan (YouTube.pk), after Pakistani authorities confirmed that YouTube.pk did not contain any links to the “Innocence of Muslims.”

Governments frequently use surveillance and censorship against alleged blasphemers, and social media giants are not neutral players. Free speech will either be upheld or weakened by corporate behavior as governments attempt to impose greater state control or request to block blasphemous content from the Internet. Privacy will either be protected or further eroded with every abusive demand for user information that could lead to arbitrary arrest, imprisonment, or corporal punishment. At this moment, the boundaries of the Internet are being tested. With no rules in place, the groundwork for future policies and norms is being established on a case-by-case basis. Governments continue to test their limits through their requests, and companies continue to make inconsistent decisions. But each time a company chooses to comply with a foreign blasphemy law, a precedent is set. Such responses empower states to make more censorship requests, and to call on other social media companies to comply. As a result, the lowest common denominator has the potential to develop into the de facto standard practice.

129. Following the Charlie Hebdo attack, see Mark Zuckerberg’s January 9, 2015, Facebook status: https://www.facebook.com/zuck/posts/10101844454210771.
Social media firms are entitled to remove content when their guidelines are clearly violated. Facebook does that in the case of violence and threats, self-harm, bullying, hate speech, graphic content, nudity, and security. Google removed content in the case of illegal activities, theft of intellectual property, malicious products, hate speech, child exploitation, sexually explicit material, and bullying. For Twitter, tweets are restricted in cases of impersonation, trademark violation, exposure of private information, violence and threats, copyright transgression, and unlawful use or misuse of Twitter badges. For example, in 2015 alone, Twitter shut down thousands of accounts linked to ISIS.

In contrast to these examples, blasphemy should not be defined as a legitimate reason to take down content. Scores of employees within social media companies patrol their services to remove content considered hateful according to international standards. In countries where blasphemy is considered a form of hate speech, however, the line between what is tolerable and what is hateful becomes blurred. Not all tech employees are aware of the legal nuances in international law—what is permitted, what is forbidden, and why. When social media companies apply their corporate guidelines, the subtleties around free speech must be duly considered, otherwise international standards will erode. Google explains its clear policy when it comes to government requests for content removal: they “must be made in writing, be as specific as possible about the content to be removed, and explain how the content is illegal. . . Sometimes, written letters from agencies aren’t sufficient and a court order is necessary instead.” In cases where it determines that a court order has been forged, Google states that it “won’t comply.”

When it comes to digital surveillance, the number of inquiries related to blasphemy may well be lower compared to other (and better documented) categories, but the proportion involving human rights violations is unusually high. Internet companies disclose user information to governments frequently for many reasons, not least tracking terrorism or fighting crime or child pornography. Far from these legitimate motives, the problem is when regimes use national security (or child safety) as an excuse for censorship or surveillance. The release of sensitive information, such as a browser’s location, an email chat, names of friends, or listing of pages that have been “liked,” can compromise a user’s safety. The stakes are high when data on religious minorities or political dissidents can lead to crackdowns. In recent times, companies have given greater control to users over what they choose to share and with whom. For example, Facebook engineers added new encryption and security settings that enable users to better protect themselves against surveillance as well as unauthorized intrusion into their accounts. But even more can be done.

To date, the number of inquiries pertaining to individuals who have “insulted” religion on the Internet is unknown. Companies do not detail when user data requests are motivated by the “crime” of blasphemy. Reasons for content removal are described in broad strokes, when considered necessary at all to inform the public—although Google does have a system to categorize cases involving alleged “religious insult.” But when it comes to criminal investigations of private Internet users, even the social media giants are not always aware of the motives. The nature of the investigations that prompt requests for information are not always disclosed when appeals are made. (To take

136. The trend of government requests for users’ data is clearly on the rise and is not restricted to O.I.C. states. On the contrary, Western democracies, with the U.S. frequently in the lead, generate the highest number of criminal requests, whether carried out by national agencies, law-enforcement agencies or court orders.
a hypothetical example, if a policeman searched a hotel room to find a suspect, he would not justify his request by explaining at length that the guest could be part of an organized crime ring. Rather, he would inform the hotel that there was an urgent need to access the room, because the guest was under criminal investigation).

In fact, governments are less and less likely to state their motives for data requests as “blasphemy,” knowing that it could raise red flags. The requests are becoming more subtle; governments and hackers alike are finding new, sophisticated ways to break into accounts each day.

**Corporate decision-making and allegations of blasphemy on the Internet**

Corporate decision-making is made through a maze of jurisdictions that shape the company’s margin for action. Once a firm is established in a host country, with a local presence and operating staff, it is required to comply with domestic law—including laws regulating speech. As Michael Samway (former vice president and deputy general counsel at Yahoo! Inc., where he founded the company’s Business & Human Rights Program) explains, “companies like Yahoo!, Google, Microsoft, Facebook, LinkedIn, Twitter, and others have to anticipate the most likely scenarios where local law or practice may conflict with international norms, and where companies may be required by host governments to take steps that interfere with citizens’ rights to free expression and privacy. These risks merit thoughtful and sustainable responses.”

An Internet company with offices and staff established in a given location needs to comply with local jurisdiction; otherwise its staff’s security and financial welfare could be jeopardized. In 2012, for example, police detained Google’s most senior executive in Brazil after Google refused to take down a YouTube video allegedly violating the country’s electoral laws. When it comes to blasphemy-related requests, such circumstances can shape decision-making.

In a scenario where a company is not legally settled abroad, there is greater flexibility in terms of the types of laws the company must adhere to. Other considerations can play a role in how social media companies interact with government policies, such as the level of investment or the potential for market growth in the given environment. According to Rebecca MacKinnon, director of the Ranking Digital Rights project at the New America Foundation and renowned Internet expert, “Google tailors its interactions with governments choosing which services to place under whose jurisdiction based on commercial opportunities, legal risks, and its wish to promote a global brand image imbued with freedom (and) openness.”

Companies do not get to choose local laws, but they do get to choose where they are subject to jurisdiction by deciding where to establish operations and invest. It is hard to forget that Google pulled out of the Chinese market altogether in March 2010 as a result of China’s firewall designed to block officially blacklisted websites. This can help explain some decisions Internet companies have made when it comes to blasphemy. In 2014, when Twitter restored the tweets that the Pakistani government had urged it to remove, it was not legally bound to comply with Pakistan’s jurisdiction. When Google removed the “Innocence of Muslims” trailer from India and Turkey, the fact that the company had offices and staffers on the ground in those countries surely factored into the decision-making process.

In contrast, Facebook complies with government demands when they are “valid requests relating to criminal cases,” so domestic law is respected, even in countries where the company is not established. The company explains that it has “stringent processes in place to handle all government data re-

---

quests” under which authorities must meet a “very high legal bar” to receive any information on the users. Facebook says that it scrutinizes each request “for legal sufficiency under our terms and the strict letter of the law.” It fights off many requests when legal deficiencies are found, or if the scope of the request is too vague. When required to comply, “we frequently share only basic user information, such as name,” Facebook states.141

Facebook's approach is rigorously legal. Even if government requests for information on users conflict with international free speech standards, Facebook will comply so long as such requests meet strict legal criteria. Yet, in the wake of the attack on Charlie Hebdo, Mark Zuckerberg recalled the “extremist in Pakistan [who] fought to have me sentenced to death because Facebook refused to ban content about Mohammed that offended him.” He stated: “I won’t let that happen on Facebook. I’m committed to building a service where you can speak freely without fear of violence.”142

This statement appears to conflict with his company’s legalistic approach. Beyond the “strict letter of the law” referred to by Facebook, corporations must carefully examine if its spirit complies with international standards, and also scrupulously examine the political circumstances in which the law is enforced domestically. Related factors must be weighed, for example whether the judicial system is independent, and if there are checks and balances in place to protect Internet users. Context is crucial in a country like Pakistan where defense lawyers of alleged blasphemers are killed143 judges are intimidated, police cannot assure the physical security of blasphemers (even in their jail cells144), men released from prison are gunned down,145 and radicals are empowered by each anti-blasphemy action. Corporations are not expected, nor should they be encouraged, to set international human rights standards. Those have already been defined. But social media networks have committed to respect those principles through membership with the Global Network Initiative (G.N.I.), of which Google and Facebook are fully-fledged members. The G.N.I., sponsored by firms, NGOs, and universities, was created on a set of principles to prevent Internet censorship and protect privacy rights. Participating companies commit to respecting and protecting “the freedom of expression rights of their users when confronted with government demands, laws and regulations to suppress freedom of expression, remove content or otherwise limit access to information and ideas in a manner inconsistent with internationally recognized laws and standards.”146 When it comes to privacy, “Participating companies will respect and protect the privacy rights of users when confronted with government demands, laws or regulations that compromise privacy in a manner inconsistent with internationally recognized laws and standards.”147 Google and Facebook have also committed to having their performances independently reviewed. Human rights assessments are particularly useful when entering new markets, launching new products, acquiring companies, or establishing partnerships. In that respect, it is useful to explore the human rights landscape of the prospective market, anticipate the areas where the company’s products or services may intersect with human rights issues, and then design responsible approaches to mitigate the risks.148

---

144. Muhammed Salim, a Pakistani who was facing trial on charges of committing blasphemy, was tortured to death by his inmates in jail. After heated arguments over blasphemy, inmates punched him, after which he was taken to a hospital, where he died. “Undertrial prisoner arrested for blasphemy killed in Pakistan jail,” October 19, 2014, ZNews, http://zenews.india.com/news/south-asia/undertrial-prisoner-arrested-for-blasphemy-killed-in-pakistan-jail_1487200.html.
147. Ibid.
Recommendations

In some Islamic states, there are scores of human rights abuses committed in the name of fighting “blasphemy.” They constitute obstacles to reform and democracy and enhance the likelihood of sectarian violence. Many incidents where individuals were accused of blasphemy were on the Internet, which often go unreported. Since 2012, cases have been reported in the English-speaking media in Bangladesh, Egypt, Indonesia, Iran, Kuwait, Pakistan, Saudi Arabia, Tunisia, and Turkey.

The decisions that Internet companies make on what online content to remove have political and social ramifications, as well as legal consequences for global standards relating to freedom of expression. When asked by governments to disclose information about their users, Internet companies cannot operate as if unaware of the risks their users take. Moreover, compliance with a government request sets a precedent for the whole tech industry, and can be used as a basis for governments to make similar requests to other companies in the future. Often, it is difficult for Internet companies to know what government requests are about. As a result, it is hard to track down specific blasphemy-related requests. This information could be useful to policy-makers and human rights activists for advocacy purposes.

Although companies do not get to choose local laws, they do get to choose where they are subject to jurisdiction, through the business decisions they make as to where to establish operations and invest.

Recommendations to technology companies

Individuals are often accused of blasphemy as a result of content posted on the Internet. Technology companies thus have an important role to play in the debate over free speech and antiblasphemy laws. Social media companies in particular must take action to ensure the protection of both their users and uphold global standards of free speech.

1. Corporate decision-making should integrate the political contextualization of blasphemy laws and their enforcement. Internet companies must be aware of how blasphemy laws are used in some states as a tool to create political instability and to empower extremism.

2. Whether a company is subject to local jurisdiction or not, users’ rights to free expression and physical security should be prioritized and should not be jeopardized.

3. U.S. companies should not frame the free speech debate as one between “First Amendment standards in the United States” and “local laws around the world that reflect local culture.” Online speech must be protected in conformity with international human rights norms. Internet companies must duly scrutinize each government request and examine whether it complies with international law. There must be a solid knowledge of the internationally recognized standards safeguarding free speech, and what distinguishes incitement to violence from blasphemy. This knowledge should not be restricted to a small group of experts, but mainstreamed for senior executives at the highest corporate levels.

4. Violence, threats, or governmental blackmail should not be rewarded. When riots erupt or threats are issued by state or non-state actors, as a consequence of allegations around blasphemy, companies may feel pressured to give in to government requests. However, violence must not be rewarded through compliance with censorship, and social media firms must avoid at all costs facilitating human rights abuses, when considering whether to disclose information on their users.
5. **Increased data on government requests linked to allegations of blasphemy should be collected to measure government attitudes towards online speech involving religion.** Such information should then be factored into broader political and human rights assessments of the role that religion plays in politics and the enforcement of international law.

**Recommendations to the U.S. government**

The United States has a duty to encourage religious tolerance and freedom of expression around the world. As such, there are certain steps the United States should take to oppose anti-blasphemy laws in a broader effort to curb violent extremism and to promote stability and pluralism.

1. **The U.S. government should continue to vigorously uphold freedom of expression as well as freedom of religion or belief, and oppose blasphemy laws and their implementation.** At the diplomatic level, the United States must raise its concerns with its counterparts, especially in the Muslim world where the dangers are prevalent. It can do so through bilateral discussions, at the United Nations, and in other forums.

2. **Countering blasphemy allegations must be better integrated into U.S. counterterrorism and counter-radicalization strategies in order to maximize joint efforts against anti-blasphemy campaigns.** There should be better coordination and awareness of anti-blasphemy agendas throughout various branches of government dealing with countering violent extremism—notably within the law-enforcement and diplomatic communities.

3. **The United States should unify a broad coalition of different actors who can encourage free speech and religious freedom across the local landscape.** Those include: religious minorities, dissidents, religious leaders, and Islamic thinkers who support pluralism; online activists who challenge extremist narratives; elected officials; social media companies; the broader tech industry; and law enforcement.

Local civil society groups who face serious risks due to their speech supporting pluralism—whether online or offline—should be supported through assistance, training, and protection, when possible.

4. **The reality of violent anti-blasphemy offensives in the digital age must be included in the discussions that occur between the U.S. government and U.S. Internet companies.**

5. **The State Department should train civil servants to deal with incidents of blasphemy in embassies abroad where there is a high risk of violence for local free speech advocates, minorities, and dissidents.** It should also publicly condemn all blasphemy-related violence, and engage positively to uphold the right to free expression.

Given the rise of social media and information technology, the debate over anti-blasphemy laws has become one of international importance. Criminalizing blasphemy compromises international human rights standards and undermines the prospect of religious tolerance and free expression. As we proceed through the digital age, it will be increasingly important for governments and social media companies alike to combat anti-blasphemy policies as a means of protecting pluralism and democracy.
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